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Important Safety INStrucCtions

10.

1.

12.

13.

14.

15.

Read these instructions.

Keep these instructions.

Heed all warnings.

Follow all instructions.

Do not use this product near water.
Clean only with a dry cloth.

Do not block any ventilation openings. Install in accordance with the manufacturer’s
instructions.

Do not install or place this product near any heat sources such as radiators, heat
registers, stoves, or other apparatus (including amplifiers) that produce heat.

Do not defeat the safety purpose of the polarized or grounding-type plug. A polarized
plug has two blades with one wider than the other. A grounding type plug has two
blades and a third grounding prong. The wide blade or the third prong are provided for
your safety. If the provided plug does not fit into your outlet, consult an electrician for
replacement of the obsolete outlet.

Protect the power cord from being walked on or pinched particularly at plugs,
convenience receptacles, and the point where they exit from the apparatus.

Only use attachments/accessories specified by the manufacturer.

To reduce the risk of electric shock and/or damage to this product, never handle or
touch this unit or power cord if your hands are wet or damp. Do not expose this
product to rain or moisture.

Unplug this apparatus during lightning storms or when unused for long periods of time.

Refer all servicing to qualified service personnel. Servicing is required when the
apparatus has been damaged in any way, such as power-supply cord or plug is
damaged, liquid has been spilled or objects have fallen into the apparatus,

the apparatus has been exposed to rain or moisture, does not operate normally,
or has been dropped.

Batteries that may be included with this product and/or accessories should never be
exposed to open flame or excessive heat. Always dispose of used batteries
according to the instructions.



Warranty Information

Gefen warrants the equipment it manufactures to be free from defects in material and
workmanship.

If equipment fails because of such defects and Gefen is notified within two (2) years from
the date of shipment, Gefen will, at its option, repah or replace the equipment, provided
that the equipment has not been subjected to mechanical, electrical, or other abuse or
modifications. Equipment that fails under conditions other than those covered will be
repaired at the current price of parts and labor in effect at the time of repair. Such repairs
are warranted for ninety (90) days from the day of reshipment to the Buyer.

This warranty is in lieu of all other warranties expressed or implied, including without
limitation, any implied warranty or merchantability or fitness for any particular purpose, all of
which are expressly disclaimed.

1. Proof of sale may be required in order to claim warranty.
Customers outside the US are responsible for shipping charges to and from Gefen.

Copper cables are limited to a 30 day warranty and cables must be in their original
condition.

The information in this manual has been carefully checked and is believed to be accurate.
However, Gefen assumes no responsibility for any inaccuracies that may be contained

in this manual. In no event will Gefen be liable for direct, indirect, special, incidental, or
consequential damages resulting from any defect or omission in this manual, even if
advised of the possibility of such damages. The technical information contained herein
regarding the features and specifications is subject to change without notice.

For the latest warranty coverage information, refer to the Warranty and Return Policy under
the Support section of the Gefen Web site at www.gefen.com.



Contacting Gefen TechnicalfSEoPS

Technical Support

(818) 772-9100 (800) 545-6900
8:00 AM to 5:00 PM Monday - Friday, Pacific Time

Fax

(818) 772-9120

Email

support@gefen.com

Web

http://www.gefen.com

Mailing Address
Gefen, LLC
c/o Customer Service

20600 Nordhoff St.
Chatsworth, CA 91311

Product Registration

Register your product here: http://www.gefen.com/kvm/Registry/Registration.jsp


http://www.gefen.com
http://www.gefen.com/kvm/Registry/Registration.jsp

Operating Notes

. You should have a managed gigabit switch with 8K (or greater) jumbo-frame capability.

. The Matrix Controller has been tested with both Cisco and NetGear switches.
However, performance and results may vary between depending upon the switch that
is used and your network.

. The “discovery” feature, used by the Matrix Controller, relies on a proprietary network
broadcast protocol that is used for identification of Gefen KVM over IP products.
Broadcast packets and access using ports 53334 and 53335 is required for this
feature to work.

. The Gefen Video-over-IP product line is compatible with a wide variety of data
switches:

» For simple installations, the Netgear GS724T / GS748T /| GS748TPS (PoE
version) are low-cost 24-port or 48-port Gigabit Smart Switches that meet all
necessary requirements. They have two SFP ports that can be equipped with
fiber SFP modules for greater distances.

» For cascaded or extended switch architecture, more than 1 Gigabit bandwidth
may be required between switches. For these situations, the Netgear PROSAFE
GS728TXS Gigabit Stackable Smart Switch offers four 10-Gigabit SFP uplink
ports for expanded bandwidth between switches.

»  Other Gigabit managed switches, such as the Cisco Small Business SG300
or SG500X (“X” indicates 10G SFP uplink port) switches may also be used.
However, the configuration will be up to the user.

. In order to properly manage the video traffic, both Jumbo Frames and IGMP Snooping
must be enabled.

Netgear GS7xxT-series switches:

Login to the switch with a Web browser.
Go to the Switching tab and select Ports > Port Configuration.
Check the All checkbox, and set Maximum Frame Size to 9216.

Click Apply to save the settings.

1
2
3
4
5. Go to Multicast > IGMP Snooping > IGMP Snooping Configuration.
6. Enable IGMP Snooping Status.

7. Disable Validate IGMP IP Header.

8. Click Apply to save the settings.

9. Go to IGMP Snooping VLAN Configuration.

10. Enter 1 under Vlan ID.

11. Enable Fast Leave Admin Mode and Query Mode.

12. Click Apply to save the settings.



Operating Notes

Cisco SG300 or SG500-series switches:

1.
2.
3.
4.
5.
6.
7.
8.
9.
1

Login to the switch with a Web browser.

Go to Admin > Port Management > Port Settings.
Click Enable Jumbo Frames.

Click Apply to save the settings.

Click Multicast > Properties.

Enable Bridge Multicast Filtering.

Click Apply to save the settings.

Go to Multicast > IGMP Snooping.

Enable IGMP Snooping.

0. Click Apply to save the settings.

. The Gefen Syner-G Software Suite is a free downloadable application from Gefen
that provides network configuration assistance and automatic download and
installation firmware upgrades for this product. Always make sure that the Matrix
Controller is running the latest firmware.

Matrix Controller is a trademark of Gefen, LLC.
© 2015 Gefen, LLC. All Rights Reserved. All trademarks are the property of their respective owners.

Gefen, LLC reserves the right to make changes in the hardware, packaging, and any accompanying documentation
without prior written notice.
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This product uses UL or CE listed power supplies.

Vi


http://www.gefen.com/synerg/

This product uses software that is subject to open source licenses, including one or more
of the General Public License Version 2 and Version 2.1, Lesser General Public License
Version 2.1 and Version 3, BSD, and BSD-style licenses. Distribution and use of this
product is subject to the license terms and limitations of liability provided in those licenses.
Specific license terms and Copyright Notifications are provided in the source code.

For three years from date of activation of this product, any party may request, and we

will supply, for software covered by an applicable license (e.g. GPL or LGPL), a complete
machine-readable copy of the corresponding open source code on a medium customarily
used for software interchange. The following software and libraries are included with this
product and subject to their respective open source licenses:

. Linux

Vi



Features and Packing LISt

Features

. Detects, configures, and controls all Gefen Video and KVM over IP products

. Built-in web server allows access from any web-enabled device, including phones,
tablets, and PCs

. Two Ethernet ports with independent IP and MAC Addresses allow segregation
of Video/KVM LAN and control LAN, and help provide separate security layers for
administrators and end-users

. Seamless integration with Gefen Syner-G™ software allows for quick installation and
configuration on a network

. Automatic assignment of IP addresses for all Gefen Video and KVM over IP devices
on a network

. Front panel control push-buttons/display, handheld IR remote, and web server
interface allow easy and convenient end-user operation

. Automation control system interface via Telnet and UDP

. POE (Power Over Ethernet) on LAN 1 port eliminates the need for an external power
supply

. Password-protected independent user and administrative access

. Easy to read 2 line/20 characters per line Liquid Crystal Display

. System Configuration Upload/Download function

. Plug-and-Play installation with little to no set-up

. Locking power supply connector

. 2U tall rack-mountable enclosure, detachable rack ears included

. Slanted front panel for ergonomic push-button access and display visibility when
placed on a table

Packing List

The Matrix Controller ships with the items listed below. If any of these items are not present
in the box when you first open it, immediately contact your dealer or Gefen.

. 1 x Matrix Controller

. 1 x IR Remote Control Unit
. 1 x 5V DC Power Supply

. 1 x Rack Ears (set)

. 6 x Rubber Feet

. 4 x Machine Screws

. 1 x Quick-Start Guide

viii
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Introduction

10

1"

12

13

LCM display

Soft buttons

Power

IR sensor

Numeric keypad (0- 9)

In

Out

Preset

Set

Mask

Clear

Arrow buttons

Menu

Provides feedback and status of the Matrix
Controller during various operations.

Each of these buttons will have a different
function, depending upon the read-out in
the LCM display.

This LED indicator will glow solid blue
when the Matrix Controller is powered.

This IR sensor receives signals from the
included IR remote control.

Use this keypad to enter numerical values.
Press to select the desired input.
Press to select the desired output.

Press this button to select the desired
preset. Define presets in the Web
interface. See Using Presets (page 63).

Press this button to accept the current
entry or setting within the LCM display.
This button has the same function as the
OK button.

Press this button to mask an output.
See Masking an Output (page 91) for
more information.

Press this button to clear the current entry,
when using the numerical keypad.

Press these buttons to move the cursor
within each setting or to select the desired
menu system.

Press this button to enter the Menu
System. See Accessing the Menu System
(page 75) for more information.
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Introduction

14 Back Press this button to return to a previous
screen in the LCM display.

15 Lock Press this button to lock the Matrix
Controller. When the Matrix Controller is
locked, the enter passcode screen will be
shown in the LCM display.

o
o
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16 OK Press this button to accept the current
entry or setting within the LCM display.

17 LAN 1 (POE) Connect an Ethernet cable from this port
to the LAN. See Combined Mode (page
9) and/or Separate Mode (page 13).

18 LAN 2 Connect an Ethernet cable from this port to a
managed switch. This port is only used if the
video devices are on a separate switch.

See Separate Mode (page 13) for more
information.

19 5V DC Connect the included 5V DC power supply
to this power receptacle. Connect the power
cord to an available electrical outlet.

NOTE: If the LAN 1 port is connected
to a PoE Switch (e.g Netgear ProSafe
GS748TPS), then a separate power
connection is not required.

page | 4



Introduction

Each of the buttons on the IR Remote Control are identical in functionality to those of the
buttons on the front panel.

RMT-CU-LAN
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Introduction

10

1"

12

13

14

Preset

Mask

Clear

Menu

Arrow Buttons

Back

Numeric Keypad (0 - 9)

Out

Set

OK

Lock

Quick Presets

IR Sensor (front of remote)

Press this button to select a preset.

Press this button to mask an output.
See Masking an Output (page 91) for
more information.

Press this button to clear the current entry.

Press this button to access the menu
system.

Press these buttons to move the cursor
within each setting or to select the desired
menu system.

Press this button to return to the previous
screen.

Use these buttons to enter the desired
values for each setting.

Press this button to specify an input.
Press this button to specify an output.
Press this button to accept the current
value.

Press this button to accept the current
settings.

Press this button to lock the front panel.

Press these buttons to instantly recall
the desired preset. See Creating Quick
Presets (page 70) for more information.

Point the IR sensor at the front panel of the
Matrix Controller.
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Introduction

1. Remove the back cover the IR remote control unit.

2. Inserttwo 1.5V AAA-type batteries, as shown, within the battery compartment.

3. Replace the back cover.

. Warning!

&»

Risk of explosion if battery is replaced by an incorrect type. Dispose of used
batteries according to the instructions.

page | 7



Getting Started

Introduction

/’i‘\ Information

In order for the included IR remote control to communicate with the Matrix Controller, the IR
remote control must be set to the same channel as the matrix. See Setting the IR Channel
for the Matrix Controller (page 127) for more information.

Channel 0 (default): Channel 1:

DIP1 = OFF DIP1=0ON
DIP2 = OFF DIP2 = OFF
Channel 2: Channel 3:

DIP1 = OFF DIP1 =0ON
DIP2 = ON DIP2 = ON

DIP switches '

page | 8



Getting Started

Installation

The Matrix Controller is designed to manage and control the Gefen family of Video and
KVM over IP products in a virtual matrix environment. The Matrix Controller provides two
methods of network control:

» Combined mode
This mode is used when the Matrix Controller is connected to the same switch
as the KVM over IP products. This is the default setting.

When using combined mode, network performance may be degraded because
of the large amount of bandwidth required to support video signals on the same
switch. To solve this issue, separate mode can be used. To use separate mode,
an independent managed switch must be installed to support the Gefen KVM
over IP products. See Separate Mode (page 13) for more information.

» Separate mode
This mode is used when the KVM over IP products are connected to a separate

(dedicated) managed switch.

Combined Mode

1. Connect a shielded CAT-5e (or better) cable from each of the Gefen KVM over IP units
to a managed switch. Refer to the User Manual(s) for the Gefen KVM over IP units to
obtain the network requirements.

Router

Managed
Switch

to Gefen
KVM over IP
Devices

page | 9



Installation

2. Connect a shielded CAT-5¢ (or better) cable from the LAN 1 port on the Matrix
Controller to the same network where the Gefen KVM over IP units are connected.

Connect the included power supply to the 5V DC power receptacle on the rear panel
of the Matrix Controller. Connect the power cord to an available electrical outlet.

kel
[J)
g
—
©
s
@ 3
o
£
=
£
(]
(O]

Router

to Gefen
KVM over IP
Devices

EXT-CU-LAN
Matrix Controller

4.  The Matrix Controller will begin the initialization process. This may take several
seconds.

5.  After the Matrix Controller has completed the initialization process, the following
message will appear in the LCM display on the front panel. The default passcode
used to access the front panel is 123456.

To change this passcode, see Editing Users (page 34).

page | 10
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Installation

Entering the correct passcode will allow us to control routing and other functions
using the front panel. However, before we can use the front panel controls, we must
configure the Matrix Controller through the built-in Web interface. The front panel
controls will be covered in the section Accessing the Menu System (page 75).

Connect a computer to the same network as the Matrix Controller, as shown below.
Set the computer’s IP address to 192.168.1.xxx, where xxx is a value between 1

and 254.

Important

Do not use the IP address 192.168.1.74 because this is the IP address of the
Matrix Controller. If the current network configuration is already within this
range, make sure that the IP address 192.168.1.74 is not assigned to another
device in order to avoid conflicts.

.
iy
L~

Managed
Switch

Computer

to Gefen
KVM over IP
Devices

EXT-CU-LAN
Matrix Controller

7. Setthe subnet mask to 255.255.255.0.
8. Open a Web browser and enter the following address: 192.168.1.74.

9. The login page to the Matrix Controller will be displayed.

page | 11



Installation

" GEFEN Multi-Purpose Matrix Controller EXT-CU-LAN

Getting Started

Usermname

Password

10. Type admin (case-sensitive) in both the Username and Password fields, then click
the Login button.

11.  To continue, skip to Device Configuration (page 20).

page | 12



Installation

Separate Mode

This mode is used when the KVM over IP products are connected to a separate (dedicated)
managed switch. Two CAT-5e (or better) cables will be required to connect the Matrix
Controller. If a single switch will be connecting Gefen KVM over IP products in addition to
your other network devices, then refer to Combined Mode (page 9).
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1. Connect a shielded CAT-5¢e (or better) cable from each of the Gefen KVM over IP units
to a managed switch. Refer to the User Manual(s) for the Gefen KVM over IP units to
obtain the network requirements..

Information

2. Connect a CAT-5e (or better) cable from the LAN 1 port on the Matrix Controller
to the network switch.

3. Connect a secondary CAT-5e (or better) cable from the LAN 2 port on the Matrix
Controller to the dedicated AV/KVM gigabit switch.

Router

Control Network
Switch

AV/KVM Network
Gigabit Switch

to other
Network Devices

to Gefen
KVM over IP
Devices

EXT-CU-LAN
Matrix Controller

4. Connect the included power supply to the 5V DC power receptacle on the rear panel
of the Matrix Controller. Connect the power cord to an available electrical outlet.

page | 13



Getting Started

5.

Installation

The Matrix Controller will begin the initialization process. This may take several
seconds.

After the Matrix Controller has completed the initialization process, the following
message will appear in the LCM display on the front panel. The default passcode
used to access the front panel is 123456.

To change this passcode, see Editing Users (page 34).

EHTEE Fr

Entering the correct passcode will allow us to control routing and other functions
using the front panel. Before we can use the front panel controls, we must configure
the Matrix Controller through the built-in Web interface. The front panel controls will
be covered in another section.

Connect a computer to the same network as the Matrix Controller, as shown below.
Set the computer’s IP address to 192.168.1.xxx, where xxx is a value between
1 and 254.

Control Network
Switch

AV/KVM Network
Gigabit Switch

to Gefen
KVM over IP
Devices

EXT-CU-LAN
Matrix Controller
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Installation

Important

|
- Do not use the IP address 192.168.1.74 because this is the IP address of the
Matrix Controller. If the current network configuration is already within this
range, make sure that the IP address 192.168.1.74 is not assigned to another
device in order to avoid conflicts.

Getting Started

8. Setthe subnet mask to 255.255.255.0.
9. Open a Web browser and enter the following address: 192.168.1.74.

10. The login page to the Matrix Controller will be displayed.

" GEFEN Multi-Purpose Matrix Controller EXT-CU-LAN

Usermname

Password

10. Type admin (case-sensitive) in both the Username and Password fields, then click
the Login button.
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Getting Started

Installation

Configuring Slave Units

More than one Matrix Controller can be connected to a network. When using multiple
Matrix Controllers, one Matrix Controller must be configured as a master and the remaining
Matrix Controllers are configured as slave. By default, each Matrix Controller is configured
as a master. Matrix Controllers can be configured as a slave in either Combined Mode
(page 9) or Separate Mode (page 13) mode.

1. Connect a shielded CAT-5e (or better) cable from the network to the LAN 1 port
of the Matrix Controller that will be configured as a slave.

2. Access the web interface of the Matrix Controller and click the System > Basic
Settings tab.

3. Click the Slave button. The button will turn red when it is activated.

EXT-CU-LAN
o

N Configuration  Master | ; Slave

ent Configuration to PC Download

uration File
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Installation

4. The following message box will be displayed:

A Are you sure you want to change the Multiple CU-LAN
Configuration?
Note that there must be exactly one "Master” unit in the

network for the system to function properly!
You will be returned to the login page after this operation.

DK!] Cancel

6. The login screen will be displayed. Enter the administrator username and password
and then click the Login button.

Getting Started
%

5.  Click the OK button.

UECTOETTESN admin

Password

7. Return to the System > Basic Settings tab and click the Reboot button.

Update

Reset

Reboot q
meout IE minute(s) j Submit

Os Reset
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Installation

8. The following message box will be displayed. Click the OK button to reboot
the Matrix Controller.

&)

£ Are you sure you want to reboot the unit?

Oq] Cancel

9.  Click the OK on the following message box when it is displayed:

o
o
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£ Please wait about 30 seconds for unit to finish rebooting
and then reload the page. If the IP address has changed,

update the URL to the new address. You can use the

Syner-G tool to detect the new IP address.
10. The following message box will be displayed while the Matrix Controller is rebooting.

¥ J

g% Processing

The Matrix Controller is now set-up as a slave. Next, we have to let the Master
system know about the slave system.

11.  Access the web interface of the Master system.

12. Click the Refresh button under the System > Slave Config tab.

The slave Matrix Controller will now appear under the Connected Slaves section,
as shown on the next page.
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Installation

Getting Started

Y Y
Basic Settings | Slave Config |

Connected Slaves

IP MAC
10.5.64.124 00:1C:81:04:60:0C

To the right of the IP address and MAC address, the Description and User fields
are displayed. The Description field can be changed as desired. For example,
we could change this field to “EXT-CU-LAN Slave” for easy identification by the
Gefen Syner-G software.

Description User
| EXT-CU-LAN | |fn:|nt panel (Front Panel user) 4|

Notes and restrictions on using slave Matrix Controllers:

» Users with Slave access level do not have access to the menu system on the
front panel. To allow access to the menu system on a slave unit, add the front
panel user.

» Additional time may be required for a slave Matrix Controller to register changes
within the system. This includes adding new users and connecting KVM over
IP-based products to the network.

» If a KVM over IP-based product is removed from the system, it is recommended
to click the Refresh button under the System > Slave Config tab of the master
Matrix Controller.

» To switch a slave Matrix Controller to a master, the slave Matrix Controller
must be reset to factory-default settings. Click the Reset button under the
System > Basic Settings tab of the slave Matrix Controller.
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Device Configuration

This section will concentrate on the configuration of each KVM over IP device on the
network. Configuration of KVM over IP devices must always be handled using the
master Matrix Controller.

1. Click the I/O tab.

Getting Started

2. All Gefen KVM over IP products, that are connected to the network, will be displayed
under the Input and Output lists, as shown below. The Matrix Controller automati-
cally discovers all available Gefen KVM over IP products.

Inputs | Search [
Ch IP MAC Description Mode

1 192.168.1.80 00:1C:91:04:41:09 LG blu-ray Auto

2 192 168.1.81 00:1C:91:04:31:01 DSPM- Coke Auto

3 192.168.1.82 00:1C:91:04:41:03 DSMP Gefen products Auto

5 192.168.1.84 00:1C:91:04:30:80 DSMP2 Auto

& 192 168.1.85 00:1C:91:03:02-B8 WGA-Siggen Auto

a 192.168.1.87 001 C:81:0%:C08A none Auto

] 192.168.1.88 00:1C:91:04:32:08 Roku3 Auto

10 192.168.1.83 00:1C:91:04:30:78 Fitzi-Teamu Auto

Inputs

1133333113

o sascnt | oudetal

1 Range From [192.168.080 | To [192.166.0.105|  Gatowsy 19216811 | SubnetMask [255.255.255.0

Outputs | Search

ID Ch IP MAC Description Mode
1 3 192.166.1.69 00:1C:91:04:48:54 a2 Auto
2 g 102.168.1.90 00:1C:91:03:-DAF2 3 Auto
3 9 192.188.1.91 00:1C:91:04:38:53 cz Auto
4 9 152.168.1.92 00:1C:91:04:48:BE a1 Auto
5 10  192.168.1.93 00:1C:91:04:30:3E c1 Auta
6 5 152.168.1.94 00:1C:91:04:39:55 B1 Auto
7 1 152.168.1.95 00:1C:91:03:E8:42 D2 Auto
a & 102.166.1.96 00:1C:91:03:EB:78 D1 Auta
9 1 182.168.1.97 00:1C:91:03:C8:53 c3 Auto
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Device Configuration

Important

Before proceeding, contact your IT administrator for a valid range of
consecutive IP addresses that can be applied to the Gefen KVM over IP
products (e.g. 192.168.1.100 to 192.168.1.150).

o
o
-
—
Il
5
n
o
4=
=
e
[
O

3. Enter the provided IP addresses (from the IT administrator) in the IP Range From and
To fields. The IP address range should meet the following requirements:

» The range should be large enough to include all of the devices that will eventually
be added to the network, with room for possible expansion.

» The IP addresses should be outside of the assigned DHCP range assigned by
the network router.

» The IP addresses should not be assigned to any existing devices in this range
(including devices such as laptop computers that may currently be disconnected,
but which have previously been assigned addresses in this range.

Add Device Edit Device Delete Device Show Me Select All O

4. Click the Select All button to select all discovered devices under the Input and
Output list. Any time a device is selected from either list, it will be highlighted in red.

™ JEAarTCTT

Ch IP MAC Description Mode
N TPRTR T : - Auto
P J1o2168.181 0 Auto |
F oz iesnme o
F Jiooieaned oo
_ d.1.88 0:1C-81:f Rioku3
o Jisa168183  Jooric Fitzi

Teamu WitD
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Device Configuration

5.  Click the Auto Assign button on the right side of the screen, under the Outputs list.

ID Ch

Getting Started

Deselect All Update Firmware Refresh
EE—  EE—]
192.168.1.1 | Subnet Mask |255.255.255.0 | AutuEssign

6. The following message box will be displayed:

]

£ The Auto Assign feature will take several minutes to
complete. Length of time will depend on the quantity of
selected devices. Multiple resets on each device will occur
during this process. The EXT-CU-LAN will not be accessible
during this process. Would you like to continue?

0K Cancel

During the Auto Assign procedure, the Gefen KVM over IP products may reboot
multiple times.

The Web interface will not be available during this process. DO NOT attempt to
refresh the page during the process.
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Device Configuration

= 7.  Click the OK button to continue.
T
30 8. The following message box will be displayed and will disappear when the process
W has completed:
o
=
=
[
(G]
’f
[g= P -
g7 Processing

9.  Provide a unique description for each input and output device. Make sure the
descriptions are meaningful (e.g. “Blu-ray”, “Samsung 65", etc.). This step is
highly recommended and will provide easy management of devices, particularly
in large-scale setups.

. Important

Al
a» Do not use special characters, such as double-quotes (*), asterisks (*), etc.,
in any text field. Only these special characters are supported:
(space), underscore (_), hyphen (-), and period (.).

To change the description of an input or output unit, do the following:

a. Click on the desired unit, from the Input or Output list, to select it. In this
example, we will begin by selecting an input device.

Inputs | Search [
Ch IP MAC Description Mode

1 192.168.1.80 00:1C:01:04:41:09 LG blu-ray Auto

2 192.168.1.81 00:1C:81:04:31:01 DSPM- Coke Auto

3 192.168.1.82 00:1C:01:04:41:03 DSMP Gefen products Auto

I A0 480 1 04 OO -0 -0 - 2000 InL=1.T = 5] Mk,

b.  When selected, the device will be highlighted in red.

Inputs | Search I
Ch IP MAC Description Mode
1 192.168.1.80 00:1C:81:04:41:09 LG blu-ray Auto
2 192.168.1.81 00:1C:81:04:31:01 DSPM- Coke Auto
B | 0:1C:81:04:41:03 EXT-HD2IRS-LAN-S
192.168.1.84 D0:1C:81:04:30:50 DSMP2 Auto
4rnsnsnnno v e Ausk
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Device Configuration

o c. Click the Edit Device button. Note that only one device can be changed
= at a time. If more than one device is selected, then the Edit Device button
iy will be disabled.
7]
g I T
= Inputs | Search [
2
(7}
= Ch IP MAC Description Mode

1 182 168.1.80 001 C:04:04:41:09 LG blu-ray Auto

2 192.168.1.81 00:1C:81:04:31:01 D'SPM- Coke Auto

8 Jezesie | EXT-HOZIRS-LAN-S

5 192.168.1.84 00:1C:81:04:30:80 DSMPZ Auto

6 182.168.1.85 00:1C:04:03:D2:B6 ViGA-Siggen Auto

a 182 168.1.87 001 C:01:03:C0-84 none Auto

1 192.168.1.88 00:1C:04:04:32:08 Feoku3 Auto

10 182 168.1.83 001 C:04:04:30:78 Fitzi-Teamu Auto

11 192.168.1.86 00:1C:81:03:C2:48 DTS-blu-ray Auto

Add Device Edit Device Delete Device Show Me Select All

d. The Edit Device dialog box will be displayed.

cnannellh DHS
I I
Name | EXT-HDZIRS-LAN-S Web GUI Part| 80 |
I |
MAC 00:1C:91:04:41:03 Telnet Port | 23 |
I 1
P | 192.168.1.82 | PwWVersion | Vi.63hs

IF Mode I Static j HW Version | ast1510hv

T
Gateway | 192.168.1.1

Web GUI http://192.168.1.82:80

I |
Description | EXT-HDZIRS-LAN-5

I
Subnet | 255.255.255.0

Save Cancel
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e. The default device name will be displayed in the Description field. Click in
the Description field and change the name.

—
| Web GUI http://192.168.1.82:B0

_—
| Description | EXT-HDZIRS-LAN-5)

o
o
-
—
Il
5
n
o
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f.  Click the Save button on the Edit Device dialog.

| Web GUI http://192.168.1.82:B0

| Description | DSMP Gefen products

Saye Cancel

g. The processing message box will be displayed and after a few seconds,
the device description will be updated.

nputs | Search o

h IP MAC Description Mode

192.168.1.80 00:1C:91:04:41:09 LG blu-ray Auto
192.168.1.81 00:1C:91:04:31:01 DSPM- Coke Auto
03 DSMP Gefen products

h.  Repeat steps a - g for each device under both the Input and Output list.

. Important

!
- Before continuing, verify that all units have an IP address that is within the
specified range. Each input device should have a unique Channel number.
Each output device should have a unique ID number.
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Groups, Users, and Members

In order to introduce a level of organization to how end-users interact with the Matrix
Controller, it is important to first define the concepts of groups, users, and members.

peration

» Agroup is a collection of both members and inputs / outputs. Groups are created
under the Groups tab in the Web interface. See Creating Groups (page 38).

» Auseris a name identifier that is created and assigned an administrator or operator
access level. We'll discuss access level in the next section. Users are created under
the Users tab in the Web interface. See Creating Users (page 30).

» A memberis a user that has been assigned to a group. It is important to make
the distinction between a user and a member. Members are managed under the
Groups > Members tab in the Web interface. See Adding Members (page 47).

Now that we have defined each term, we can put them together in an illustration.

In the diagram, below, we have created two groups: Sales and Accounting. Each group
contains three members. The small rectangles within each group represent an arbitrary
number of inputs and outputs that are assigned to the group.

I Y 1
I I I I I I
I I I I
C 1] C 1]
admin Erica
front panel Kayla
Berenice

\ John / \ /

It should be noted that users only have routing access to the group (or groups) to which
they are assigned. Let’s look at an example

page | 28



Groups, Users, and Members

The user “Berenice” is currently assigned to Sales and she will only be able to access the
set of inputs and outputs that are within the Sales group. She cannot access the inputs
and outputs in the Accounting group because she is not a member of that group.

/ Sales N\ 7~ Accounting ™\

Operation

I 1
I I I I I I
I I I I
C 11 C 1]
admin Erica
front panel Kayla
Berenice

\ John / \ /

Now, let's add “Berenice” to the Accounting group. When logging in to the Web interface,
“Berenice” will now be able to access the inputs and outputs under both the Sales group
and the Accounting group.

L JCJC 1 L]
CJCJC 1] CJCJC 1]
I I C 1 I
C 1] C 1]
admin Erica

front panel Kayla
.

\ John / \ /
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Creating Users

The Matrix Controller includes two default users: admin and front panel. When a user
is created, they can have one of the following access levels: Administrator, Group
Administrator, or Operator. By default, both admin and front panel users have
Administrator access. Creating users requires Administrator access.

1. Click the Users tab.

mmmmmmmm

Main Groups T Users /o TNertwork

Users
Name Description Access Level
admin Administrator admin

front panel  Front Panel user admin

2. Click the Add User button.

admin Administrator admin

front panel Front Panel user admin

Add USE Edit User Delete User

page | 30




Users

3. The Add User dialog will be displayed.

d. Type the name of the user in the Name field.
e. Enter a description for the user in the Description field.
f. Click on the Access Level drop-down list to select the user access level:

Operator, Group Administrator, Administrator, or Slave. See User Access
Level Summary (page 32) for detailed information on user access levels.

X

Name | Berenice

Description | Sales Administrator
Access Level lOperator j
Operator

Group Administrator
Administrator
Slave

Password

Group Memberships

Add Cancel

g. Create a password for the user. The password can be up to 10 characters in
length. The password will be masked when entered.

h.  Click the Add button.

Important

If the user “front panel” is set to Operator access level, then the menu system
cannot be accessed through the front panel.

-\

4. Repeat Steps 2 - 3 for each user that is created.

Although you may create any user ID you wish, it is not recommended to create
a user called “operator” or “administrator” as this can be confused with the access
level of the user.
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Users

The following tables provide an overview of the features and functions that are available to
a user, based on their access level.

General

Access Level | Password Routing Blocking Masking Edit System Settings
Administrator = Alphanumeric = Yes Yes Yes Yes

Front Panel Numeric Yes Yes Yes Yes

Group Alphanumeric = Yes Yes Yes No

Administrator

Operator Alphanumeric | Yes Yes Yes No

Slave Numeric Yes Yes Yes No

Preset Management *

Access Level | User Presets Group Presets Quick Presets
Administrator = Yes Yes No

Front Panel Yes Yes Yes

Group Yes Yes No
Administrator

Operator Yes No No

Slave Yes No Yes

* Indicates the capabilities of a user to create, edit, and access a User, Group, or Quick

preset.
Group Management **

Access Level | Create Groups Manage Group Members
Administrator = Yes Yes

Front Panel Yes Yes

Group No Yes

Administrator

Operator No No

Slave No No

** Indicates the capabilities of a user to create groups or manage group members.
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Deleting Users

Users

Deleting a user will remove that user from the Users list. To remove a user from a group,
without permanently deleting the user profile, see Removing Members (page 49).

1. Click the Users tab.

2. Click on the user to be deleted. In the example, below, we delete the user jeff.

Users

Name
admin
front panel
Berenice

Add User

Description
Administrator

Front Panel user
Sales Administrator

Edit User Delete User

Access Level
admin
admin
admin

W

3.  Click the Delete user button.

4. The user will be deleted.

Users

Name
admin
front panel
Berenice

Description
Administrator

Front Panel user
Sales Administrator

Access Level
admin
admin
admin
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Editing Users

Editing a user allows you to change the Description, Access Level, and/or Password
of any user. The two exceptions are: 1) The admin user can only have the password
changed. 2). The front panel usercan only have the access level and/or passcode
changed.

Basic Operation

Information

1. Click the Users tab.

2. Click on the user to be edited. In the example, below, we have selected Berenice.

Users

Name Description Access Level
admin Administrator admin

front panel  Front Panel user admin

lerenice Sales Administrator

roup administrator

Add User Edit User Delete User

3. Click the Edit User button to display the Edit User dialog.
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Mame Berenice
Description kales Administrator
Access Level I Group Administrator j
[ |
Passwnrd |nn---nnn.

Group Memberships

Savn:{ Cancel

4. Make any desired changes to the Description, Access Level, and/or Password
fields.

The Name field cannot be changed. To change the user name, delete the user from
the Members tab, then create the new user name. See Deleting Users (page 33)
and Adding Members (page 47) for more information.

If the user is already a member of a group, then the Group Memberships field will
automatically be filled with the name of each group.

Note that if the user is not a member of a group, then this field will be blank.

5.  After the desired changes have been made, click the Save button.
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The Default Group

immediate access to routing capabilities without having to create groups and users.
Unlike other groups that are created, the Edit name/description button and the Delete
group button will not be available when the DEFAULT group is used.

c
=
o
g The DEFAULT group is automatically provided by the Matrix Controller and allows
o
(3)

1. Click the Groups tab.
2. Click the Input/Output tab.

3. The DEFAULT group will be displayed.

EXT-CU-LAN
Logou

GroupsT Users T o TNetwork

5 Y
Inputs.‘Clutputs| Members |

Groups - Devices assignment

DEFAULT

Add new group Edit name/description Delete group

4. Click the DEFAULT group button.
5. The list of all detected inputs will be listed under the Associated Inputs column.
6. The list of all detected outputs will be listed under the Associated Output column.

See the next page for an illustration.
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Groups

Name
EXT-HD2IRS-...

EXT-DVIKVM-...

EXT-HD2IRS-...

EXT-DVIKVM-...
EXT-DVIKVM-...

EXT-HDKVM-...

EXT-DVIKVM-...
EXT-DVIKVM-...
EXT-VGAKVM...

Associated Inputs

IP

192.168.1.80
192.168.1.81
192.168.1.82
192.168.1.83
192.168.1.84
192.168.1.86
192.168.1.87
192.168.1.88
192.168.1.85

| Search

MAC

00:1C:91:04:4. ..
00:1C:91:04:3...
00:1C:91:04:4. ..
00:1C:91:04:3...
00:1C:91:04:3...
00:1C:91:03:C...
00:1C:91:03:C...
00:1C:91:04:3...
00:1C:91:03:D...

Description
LG blu-ray
DSPM- Coke

DSMP Gefen ...

Fitzi-Teemu
DSMP2
DTS-blu-ray
none
Roku3
WVGA-Siggen

Name
EXT-HDK\WM-...
EXT-DVIKVM-...
EXT-HDK\WM-...
EXT-HD2IRS-...
EXT-DVIKVM-...
EXT-DVIKVM-...
EXT-HD2IRS-...
EXT-DVIKVM-...
EXT-HDK\WM-...
EXT-HDK\WM-...
EXT-DVIKVM-...

EXT-VGAKVM...

Associated Outputs

IP
192.168.1.99
192.168.1.95
192.168.1.100
192.168.1.92
192.168.1.93
192.168.1.94
192.168.1.89
192.168.1.96
192.168.1.97
192.168.1.98
192.168.1.91
192.168.1.90

| Search

MAC

00:1C:91:03:.C...
00:1C:91:03:E...
00:1C:91:03:C...
00:1C:91:04:4. ..
00:1C:91:04:3...
00:1C:91:04:3...
00:1C:91:04:4...
00:1C:91:03:E...
00:1C:91:03:C...
00:1C:91:03:C...
00:1C:91:04:3. ..
00:1C:91:03:D...
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Groups

Creating Groups

A group contains both a set of units (inputs and outputs) for routing. Within each group,
one or more members are included. Once a group is created, we can add the units and
the users that will be able to access them. An unlimited number of groups can be created.
See Groups, Users, and Members (page 28) for more information on groups.
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1. Click the Groups tab.

2. Click the Input/Output tab.

" GEFEN Multi-Purpose Matrix Controller EXT-CU-LAN

Inputs/Qutputs | Members |

Groups - Devices assignment

DEFAULT

Add new group Edit name /description Delete group

t

3. Click the Add new group button to view the Add new group dialog.

Mame Fequ"red

Description Required

Save Cancel
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4. Enter the name of the group in the Name field.

5. Enter the description for the group in the Description field.

®

Name Engineering

Description| Engineering Department

Save Cancel

Creating groups allows the administrator to restrict user-access to specified inputs
and outputs. When using a large number of KVM over IP devices, it will be necessary
to create and manage groups of devices for tracking, management, and ease-of-use.

6. Click the Save button to create the group. Each group that is created will appear
as a button.

Main | Groups T Users T 1o Tumom T System

: N
Inputs.‘Output5| Members |

Groups - Devices assignment

DEFAULT Engineering

Add new group Edit name fdescription Delete group

page | 39
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Deleting Groups

1. Click the Groups tab.

2. Click either the Inputs/Outputs or Members tab. In this example, we will click the
Members tab.

3. Click on the group to be deleted. In the example, below, we have clicked the Sales
group button.

4.  Click the Delete group button.

Main | Groups T I.lfers T 1o TNetwork T System

. M, N
Inputs/Outputs | Members |

Groups - Users assignment

DEFAULT Engineering “

Add new group Edit name [description Delete 3Fuup

5.  The following message box will be displayed.

]

A All group references in the system will be
removed. Are you sure?

0K Cancel

6. Click the OK button to delete the selected group. Click the Cancel button to cancel
the procedure.
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Editing Groups

Click the Groups tab.

Groups

Click either the Inputs/Outputs or Members tab. In this example, we will click the

Members tab.

Click on the desired group. In the example, below, we have clicked the Engineering

group button.

Click the Edit name / description button.

. Y )
Inputs/Outputs | Members |

Main | Groups T l.ls‘ers T 1o TNetwa-rk T System

Groups - Users assignment

DEFAULT Engineering

Add new group Edit namerjdescriptinn Delete group

The Update group dialog will be displayed.

Name Engineering

Description| Engineering Depar‘lmentl

Save Cancel

Change the Name and/or Description fields, as desired.

Click the Save button to accept the changes. Click the Cancel button to cancel the

changes.
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Adding Inputs and Outputs

Groups

Before we can route an input to one or more outputs, we must first define which inputs
and outputs are available within the group. We do this by adding inputs and outputs to
the Associated Inputs and Associated Outputs list.

1.

2.

Click the Groups tab.

Click the Inputs/Outputs tab.

Click on the desired group.

Select the desired inputs, under the Available Inputs list. All available input devices,
detected by the Matrix Controller, will be listed under the Available Inputs list.

Add new group

Edit name /description

Available Inputs

Name
EXT-HD2IRS-...
EXT-DVIKVM-. ..
EXT-HD2IRS-...
EXT-DVIKVM-...
EXT-DVIKVM-...

XT-HDKVM-. ..

EXT-DVIKVM-...
XT-DVIKVM-...

XT-VGAKVM. . J:J:-m:m:n:szn__

IP

192.168.1.80
192.168.1.81
192.168.1.82
192.168.1.83
192.168.1.84
1902.168.1.86
192.168.1.87
192.168.1.88

Delete group

| Search

MAC

00:1C:91:04:4...
00:1C:91:04:3...
00:1C:91:04:4...
00:1C:91:04:3...
00:1C:91:04:3...
00:1C:91:03:C...
00:1C:91 :OS:C.__
00:1C:91:04:3. ..

Description
LG blu-ray
DSPM- Coke
DSMP Gefen ..
Fitzi-Teemu
DSMP2
DTS-blu-ray |
none

’GA anqen

=

Click the arrow icon, pointing to the right.

D2IRS-...
VIKWM-. ..
D2IRS-...
VIKVIM-....
VIKVM-....
JKWVM-....

IP

192.168.1.80
192.168.1.81
192.168.1.82
192.168.1.83
192.168.1.84
192.168.1.86

.. 192.168.1.87
:

..|192.168.1.85

MAC
00:1C:91:04:4. ..
00:1C:91:04:3. ..
00:1C:91:04:4. ..
00:1C:91:04:3. ..
00:1C:91:04:3. ..
00:1C:91:03:C...

00:1C:91 :03:0...
00:1C:91:04:3...
00:1C:91:03:D...

Description
LG blu-ray
DSPM- Coke
DSMP Gefen ..
Fitzi-Teemu
DSMP2
DTS-blu-ray |

N >
-




Groups

6. The selected inputs will appear under the Associated Inputs list.

Associated Inputs iSearch

Name IP MAC Description
EXT-HDKVM-... 192.168.1.86 00:1C:91:03:C... DTS-blu-ray
EXT-DVIKVM-... 192.168.1.88 00:1C:91:04:3... Roku3

EXT-VGAKVM... 192.168.1.85 00:1C:81:03:D... VGA-Siggen

7. Select the desired outputs, under the Available Outputs list, to be associated with
this group. All available output devices, detected by the Matrix Controller, will be
listed under the Available Outputs list.

railable Outputs iSearch

me IP MAC Description
T-HDKVM-... 192.168.1.99 00:1C:91:03:C... MTR - D3
T-DVIKVM-... 192.168.1.95 00:1C:91:03:E... D2
T-HDKVM-... 192.168.1.100 00:1C:91:03:C... B3
(T-HD2IRS-... 38

D0:1C:91:04:4. .

00:1C:91:04:3... C1

00:1C:91:03:C...

00:1C:91:03:C...

. 192.168.1.91 00:1C:91:04:3...
.. 192.168.1.80  00:1C:91:03:D...
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g 8. Press the arrow icon, pointing to the right, to move the selected outputs under the
=} Associated Outputs list.
5
o
(@]
% . [ |
i railable Outputs | Search
me IP MAC Description

T-HDKVM-... 192.168.1.99 00:1C:91:03:C... MTR - D3
T-DVIKVM-... 192.168.1.95 00:1C:91:03:E... D2
T-HDKVM-... 192.168.1.100 00:1C:91:03:C... B3
(T-HD2IRS-... |192.168.1.92
. 192.168.1.93
102.168.1.94

)

. 192.168.1.89
(T-DVIKVM-... |192.168.1.96
(T-HDKVM-... |192.168.1.97 00:1C:91:03:C...

T-HDKVM-... 192.168.1.98 00:1C:91:03:C...

&Y oo = — g T

9.  The selected outputs will appear under the Associated Outputs list.

Associated Outputs iSearr_h

Name IP MAC Description
EXT-HD2IRS-... 192.168.1.92 00:1C:81:04:4... A1
EXT-DVIKVM-... 192.168.1.94 00:1C:81:04:3... B1
EXT-DVIKVM-... 192.168.1.96 00:1C:91:03:E... D1
EXT-HDKVM-... 192.168.1.97 00:1C:91:03:C... C3
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Groups

Removing Inputs and Outputs
Removing inputs and/or outputs is the opposite of adding them. Removing an input or
output moves it to the Available Inputs or Available Outputs list, respectively, making it
unavailable for routing.
1. Click the Groups tab.
2. Click the Inputs/Outputs tab.
3. Click on the desired group.

4. Start with either the Associated Inputs or Associated Outputs list. The process for
removing inputs or outputs is the same. In this example, we will remove two inputs.

5. Select the desired input(s).

Associated Inputs iSearch [

Name IP MAC Description
.. DTS-blu-ray

6. Click the arrow icon, pointing to the left.

Name IP MAC Descriptig
EXT-HDKVM-... 192.168.1.86 00:1C:81:03:C... DTS-blu-rg
EXT-DVIKVM-... |192.168.1.88 . 3

EXT-VGAKVM...|192.168.1.85
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Groups

The selected inputs, under the Associated Inputs list will be moved under the
Available Inputs list.

Associated Inputs iSearch |
Name IP MAC Description
EXT-HDKVM-... 192.168.1.86  00:1C:81:03:C... DTS-blu-ray

Available Inputs | Search

Name IP MAC Description
EXT-HD2IRS-... 192.168.1.80 00:1C:91:04:4... LG blu-ray
EXT-DVIKVM-... 192.168.1.81 00:1C:91:04:3... DSPM- Coke
EXT-HD2IRS-... 192.168.1.82 00:1C:91:04:4... DSMP Gefen ...
EXT-DVIKVM-... 192.168.1.83 00:1C:91:04:3... Fitzi-Teemu
EXT-DVIKVM-... 192.168.1.84 00:1C:91:04:3... DSMP2
EXT-DVIKVM-... 192.168.1.87 00:1C:91:03:C... none
EXT-DVIKVM-... 192.168.1.88 00:1C:91:04:3... Roku3
EXT-VGAKVM... 192.168.1.85 00:1C:91:03:D... VGA-Siggen

Now, when routing inputs to outputs (under the Main tab), this particular group will
have only one input instead of three.
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Groups

Adding Members

Next, we need to add users to each group that we created. When a user is added to a
group, the user is referred to as a member.

1. Click the Groups tab.
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2. Click the Members tab.

3. Click on the desired group.

Groups - Users assignment

DEFAULT Engineering q

Add new group Edit name description Delete group

Available users iSear‘ch

Name Description Access

admin Administrator admin

front panel Front Panel user admin

Berenice Sales Administrator  group administrator
John Sales Representative operator

Erinn A snhne AD aroean adminicteadar

4. Click the desired user(s) to be assigned to the selected group.

. [
Available users | Search |

Name Description Access
admin Administrator admin
ront panel ront Panel user admin

lerenice S

Erica Accounting AR group administrator
Kayla Accounting AP operator
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Groups

. Important

The admin user must be added to the group in order for the group to appear
under the Main tab. In addition, the front panel user must be added to

a group in order to allow routing from the front panel of the Matrix Controller.
See Routing (page 51) for more information on the Main tab.

Click the arrow icon, pointing to the right, to move the selected user(s) under the
Members list. Users can belong to multiple groups.

Description Access Nal
Administrator dmin
ront Panel user dmin

group administrator

ales Representative
Accounting AR group administrator
Accounting AP operator

ales Administrator

The selected users (admin, front panel, john, and kayla) are now members
of this group.

Members | Search

Name Description Access

admin Administrator admin

front panel Front Panel user admin

Berenice Sales Administrator  group administrator
John Sales Representative operator
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Groups

Removing Members
As with removing inputs and/or outputs, removing a member from a group does not delete
the member. Removing a member from a group simply prevents that user from accessing
the group. To permanently delete a member / user, see Deleting Users (page 33).
1. Click the Groups tab.
2. Click the Members tab.
3. Click on the desired group.

4. Click the desired user under the Members list. In this example, we will select John.

|
Members | Search

Name Description Access

admin Administrator admin

front panel Front Panel user admin

Berenice Sales Administrator  group administrator

Sales Representative |operator

5.  Click the arrow icon, pointing to the left.

front panel Front Panel user admin
Berenice Sales Administrator  group administr;

John Sales Representative |operator
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Basic Operation

6.

The selected member is now moved under the Available users list.

Groups

Members

Mame
admin
front panel
Berenice

Search

Description
Administrator

Front Panel user
Sales Administrator

Access

admin

admin

group administrator

—

Available users Search
Name Description Access

| John Sales Representative operator

Erica Accounting AR group administrator
Kayla Accounting AP operator
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Routing

S Inputs to Outputs

©
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[}

& 1. Click Main tab.

O

'g 2. Click the desired group button.

m
Main Groups Users [[e] Network | System
Groups

Dynamic Help: {Select one or more outputs and then click Route to apply ch

Inputs Block On  Bleck Off

Ch Name Description
R LG blu-ray
5 EXT-DVIKVM-LAN-L-S DSMP2

10 EXT-DVIKVM-LAN-L-S Fitzi-Teemu

3.  Click to select an input from the Inputs list. To deselect the input, click on it again.
Only one input can be selected at a time. If the selected input is already routed to
one or more outputs, the outputs will be highlighted in orange, as shown below:

J
Outputs MaskOn  Mask Off
1D Ch Name Description
7 1 |EXT-DVIKVM-LAN-R
1 2 EXT-HDKVM-LAN-R MTR - D3
12 3 EXT-HDKVM-LAN-R B3
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Basic Operation

Routing

4. Click to select the desired outputs, under the Outputs list.

Outputs Maskon  MaskOff .

D Ch Name

7 | [EXT-DVIKVM-LAN-R
11 2 EXT-HDKVM-LANR

m iz-s-azﬂmmmaw

Description

MTR - D3

5.  Click the Route button.

Outputs MaskOn  Mask Off

Description ID Ch  Name

LG blu-ray 7 |1 |EXT-DVIKVM-LAN-R
| [DSMP2 11 2 EXT-HDKVM-LAN-R

Fitzi-Teemu 12 |3 |[EXT-HDKVM-LAN-R

Cancel

6. The processing message box will be displayed, while the new routing process takes

effect. This message box will disappear when the routing process is complete.

’f .
[g% Processing
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1.

2.

3.

4.

Outputs to Inputs

Click the desired output(s) from the Output list. To deselect the output, click on it
again. If the output is already routed to an input, the input will be highlighted in red,
under the Inputs list.

J
Outputs MaskOn Mask Off
1D Ch Name Description
T 1 EXT-DVIKVM-LAN-R D2
EXT-HDKVM-LAN-R MTR - D3
12 3 EXT-HDKVM-LAN-R B3

Select the desired input, from the Inputs list. Only one input can be selected
at a time.

Inputs Block On  Elock Off

Name Des:ripiion

E)(T DVIKVM-LAN-L-S DSMP2
EXT-DVIKVM-LAN-L-S Fitzi-Teemu

Select additional outputs, from under the Outputs list, as desired.

Click the Route button.

Routing

12

3

11 ] [EXT-HDKVM-LAN-R

EXT-HDKVM-LAN-R

Outputs MaskOn  Mask Off
ID Ch Name Description
1 EXT-DVIKVIM-LAN-R D2

MTR - D3
B3
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Blocking Inputs

Routing

The Matrix Controller allows an input to be blocked. This prevents the input signal from
reaching one or more output(s). Depending upon where the input is routed, this can affect
multiple outputs at a time. To block the signal on specific outputs, see Masking Outputs

(page 56).

1. Click the Main tab.

2. Click the desired group button.

3. Click the desired input from the Inputs list. Only one input can be clicked at a time.

In this example, we will select the first input (LG blu-ray).

" GEFEN Multi-Purpose Matrix Controller EXT-CU-LAN
Wain

Inputs Block On  Block Off

Ch Name

_ XT-HD2IRS-LAN-S

5 EXT-DVIKVM-LAN-L-S
10 EXT-DVIKVM-LAN-L-S

4. Click the Block On button.

Description
LG blu-ray
DSMP2
Fitzi-Teemu

Inputs Bluc:ﬂ Elock Off

Ch Name Description
EXT-HD2IRS-LAN-S LG blu-ray

5 EXT-DVIKVM-LAN-L-S DSMP2

10 EXT-DVIKVM-LAN-L-S Fitzi-Teemu
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5.

6.

Routing

The following message box will be displayed, as the selected input is blocked.

‘ )
(g7 Processing

Once the input is blocked, a black rectangle will appear under the Ch column, next to
the selected input, as shown:

Inputs Block On  Block Off

Ch Name Description

EXT-HD2IRS-LAN-S LG blu-ray
5 E
10

XT-DVIKVM-LAN-L-3 DsMP2
AT-DVIKVM-LAN-L-S Fitzi-Teemu

All outputs to which this input is routed, will not longer receive the source signal.

To unblock an input, select the blocked input and click the Block Off button.
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Basic Operation

Routing

Masking Outputs
The Matrix Controller allows selected outputs to be masked. When an output is masked,
the signal is blocked on the output. To block the signal on the input, see Blocking Inputs
(page 54).
1. Click the Main tab.

2. Click the desired group button.

3.  Click the desired output(s) from the Output list. In this example, we will click
on the following outputs: D2 and B3.

Outputs MaskOn  Mask Off

1D Ch Name Description

7 |1 [EXT-DVIKVM-LAN-R
11 2 EXT-HDKVM-LAN-R

4. Click the Mask On button.

Outputs Masz On  Mask Off

1D Ch Na Description

7 JiEXT-DVIKVM-LANR D2
11 2 EXT-HDKVM-LAN-R MTR - D3
12__[3___[EXT-HDKVM-LAN-R R
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Basic Operation

Routing

5. The following message box will be displayed, as the selected output is masked.

/
(=

~

Processing

6. Once the outputs are masked, a black rectangle will appear under the Ch column,
next to the selected outputs, as shown:

Outputs MaskOn  Mask Off

1D Ch Name Description

1 |[EXT-DVIKVM-LAN-R
11 2 EXT-HDKVM-LAN-R

ﬂq_ EXT-HDKVM-LAN-R

7. Tounmnask an output, select the masked output(s) and click the Mask Off button.
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Routing

Matrix View Mode

c
=
o
o By default, inputs and outputs are arranged in a list view. Matrix view arranges all inputs
8‘ and outputs in a “grid”, providing an intuitive layout during routing process.

3)

1. Click the Main tab.
2. Click the desired group button.

3.  Click the Matrix View icon, next to the List View icon.

" GEFEN Multi-Purpose Matrix Controller EXT-CU-LAN

itroller EXT-CU-LAN

User: admin | Administrator Log Out

4.  The matrix view will be displayed for the selected group.

" GEFEN Multi-Purpose Matrix Controller EXT-CU-LAN
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Routing

If we look at matrix view, we can see that it contains a listing of each input and output
that was assigned to the group. In this case, the Engineering group has three inputs
and three outputs.

When the matrix view is displayed, it will always indicate the current routing status of
each input and output. Inputs are listed by column and the outputs are listed by row.

In the example, below, the device LG blu-ray (input) is routed to 7 D2 (output).
For each output, the channel number precedes the device description.

k4 v k4 v k4

Main | Groups | Users | o | Network | System

Groups

Dynamic Help: [Click on a button or use a preset to continue.

G &
£ &
11 MTR - D3
12 B3

Locate the desired input using the columns. For this example, we will route DSMP2
(input) to both of the following outputs: 11 MTR - D3 and 12 B3.

We can perform the routing in any order and will start by routing DSMP2 to

11 MTR - D3 by placing the mouse cursor over the “intersection” of both DSMP2
and 11 MTR - D3.
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Routing

The location of the mouse cursor will be indicated by a highlighted column and row,
within the matrix view, as shown:

Groups

Dynamic Help: [Click on a button or use a preset to continue.

12 B3

6. Click where the mouse cursor is located. The square, indicated by the highlighted
column and row, will turn red.

12 B3
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Routing

7. Select any additional inputs and outputs using the same process. In our example we
also wanted to route DSMP2 to 12 B3.
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Groups

Dynamic Help: [Click an Route to confirm your changes or Cancel to revert.

7D2

11 MTR - D3

8.  After the desired inputs and outputs are selected, click the Route button in the
lower-left corner of the screen.

T Geren Multi-Purpose Matrix Controller EXT-CU-LAN
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Routing

9. To access the matrix view for a different group, click the desired group button.

10. The matrix view for the selected group will automatically be displayed.

Operation

" GEFEN Multi-Purpose Matrix Controller EXT-CU-LAN

If the matrix view extends beyond the window, use the Zoom slider bar to fit the
matrix view within the window.

" GEFEN Multi-Purpose Matrix Controller EXT-CU-LAN

Zoom: 'r

Presets - User IIEEI

Mo user presets have been defined.

11. To return to the list view, click the List View icon, next to the Matrix View icon:




Using Presets

The Matrix Controller provides two types of presets: User and Group. When a user preset
is created, it will only be available to the user for which it was created. When a group
preset is created, it will be available to all users. In the examples, below, we will illustrate
the creation of both a user preset and a group preset.

Creating User Presets

1.  Click the Main tab.
2. Click the desired group button.
3. Near the bottom of the screen, click the +Add button, next to Presets - User.

2FEN Multi-Purpose Matrix Controller EXT-CU-LAN

Presets - User

Mo user presets have been defined.

4. The New preset dialog will be displayed.

®
Edit Save Delete Cancel
Name Required
Inputs Qutputs
D Description
[ select input |7 D2
[ select input ~|11 MTR - D3
[ select input ~|12 B3
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Using Presets

Enter the name of the preset in the Name field. This is required.
Perform one of the following:

» Click the Load Current State button to use the current routing state as a preset.
If this option is used, skip to Step 9.

»  Click the drop-down list, under the Inputs column.

The drop-down list will display all available inputs. The Outputs column will list all
available outputs.

Select the desired input from the drop-down list, for each output that is listed.

Edit Load Current State Save

Name All blu-ray

Inputs Outputs

D
|1 - LG blu-ray |7
£1- LG blu-ray AL
Select Input 17

5 - DSMP2 s
10 - Fitzi-Teemu

For demonstration purposes, our group only contains three inputs and three outputs.
The input(s) and output(s) that are displayed in this dialog box will be determined by
the devices which have been assigned to the Associated Inputs and Associated
Outputs column under the Group menu.

When creating user presets, only one input can be selected for each output that is
listed. Only inputs can be selected. Outputs cannot be selected when creating a
preset. If you wish to change the availability of an output, under the Outputs
column, go the Groups menu and change the list of Associated Outputs, as desired.

See Creating Groups (page 38) for more information.
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Using Presets

9. Click the Save button to save the preset or click the Cancel button to close the New
preset dialog box.

10. After the preset has been saved, a button will appear (with the provided name),
under the Presets - User column, near the bottom of the page.

Presets - User

All blu-ray

Praview | Edit

11. To create additional presets, repeat steps 3 - 9.

12. To edit a preset, click the Preview / Edit button under the desired preset.
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Using Presets

Creating Group Presets
When a group preset is created, it will be available to all groups. If you wish to create

presets that are dependent upon the user, refer to Creating User Presets (page 63).

1. Click the Main tab.
2. Click the desired group button to display the available inputs and outputs.

3. Near the bottom of the screen, click the +Add button, next to Presets - Groups.

Presets - Group

Mo group presets have been defined.

4. The New preset dialog will be displayed.

x
Edit Save Delete Cancel
Name Required
Inputs Outputs
D Description
[ setect nput -7 D2
[ setect nput =1 MTR - D3
[ setect nput -1z B3
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Using Presets

Enter the name of the preset in the Name field. This is required.
Perform one of the following:

» Click the Load Current State button to use the current routing state as a preset.
If this option is used, skip to Step 8.

»  Click the drop-down list, under the Inputs column.

Click the drop-down list, under the Inputs column, and select the desired input.
Only one input can be selected.

Edit Load Current State Save D
Name All DSMP
Inputs Outputs

ID D
|5 - DSMP2 |7 D2
|5 - DSMP2 | 11 M
:Select Input -~ 12 B3
Select Input
1 - LG blu-ra
10 - Fitzi-Teemu
—~—

For demonstration purposes, our group only contains three inputs and three outputs.
The input(s) and output(s) that are displayed in this dialog box will be determined by
the devices which have been assigned to the Associated Inputs and Associated
Outputs column under the Group menu.

When creating user presets, only one input can be selected for each output that is
listed. Only inputs can be selected. Outputs cannot be selected when creating a
preset. If you wish to change the availability of an output, under the Outputs
column, go the Groups menu and change the list of Associated Outputs, as desired.
See Creating Groups (page 38) for more information.

Click the Save button to save the changes to the preset or click the Cancel button to

close the New preset dialog box.

After the preset has been saved, a button will appear (with the provided name),
under the Presets - User column, near the bottom of the page.
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s or Logou

Presets - Group

All DSMP

Praview | Edit

Using Presets

In the example, below, we’ve created both a user preset and a group preset.
See Creating User Presets (page 63) for more information on User Presets.

Although not visible on the button, a prefix number is automatically assigned to the
preset. The prefix numbers are used by the front panel display, as well as Telnet
commands, when specifying a preset.

To view the assigned number of a preset, click the Preview / Edit button of the

desired preset.

In the example, below, we can see that the Matrix Controller has assigned

this preset as 1.

Edit
| Search Inputs |
Inputs Outputs
D Description
1 LG blu-ray
1 LG blu-ray
1 LG blu-ray

Save

11
12

Delete
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Basic Operation

10.

1.

Using Presets

Once a preset number is known, it can be entered directly through the front panel.

If the number of the preset is unknown, the Browse soft button can be used to select
a preset by name.

I1EZI'-ITEF-! FEESET

See Selecting Presets (page 93) for more information on selecting presets using
the front panel.

To create additional group presets, repeat steps 3 - 7.

To edit a preset, click the Preview / Edit button under the desired preset.
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Using Presets

Creating Quick Presets

Each user or group preset can be assigned a quick preset. The quick preset provides

a one-button solution to accessing a user or group preset. The Matrix Controller provides
a total of eight quick presets, which can be used across all groups. Quick presets can be
split between multiple groups or they can be used within a single group. Quick presets can
only be created under the front panel user or a user with Slave access level. Quick presets
are accessed from the IR remote control.
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1. Login to the web interface as front panel or as a user with Slave access level.

2. Click the Main tab.

3. Click the desired group button where the quick preset will be assigned.

4. Create a user or group preset but complete the following steps before saving the
preset. See Creating User Presets (page 63) or Creating Group Presets (page

66) for more information.

If a user or group preset already exists, see Editing Quick Presets (page 72) for
more information.

5. Click the Quick Presets drop-down list, next to the name of the preset and select the
desired preset (1 - 8). If this drop-down list is not shown, verify that you are logged in
as front panel.

Edit Load Current State Save
Name All blu-ray Quick Presets |

Quick Presets
Inputs Qutputs 1-

H ID
|1 - LG blu-ray 4 ® |7
|1-LGIJlu-ra'3|l : |11
|1 - LG blu-ray 7- |12

8.
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Using Presets

6. Click the Save button.

7. The Preset dialog will be displayed.

» Click the Route button to instantly execute this preset.

Basic Operation

»  Click the Edit button to edit the preset.
» Click the Delete button to delete the preset.
>

Click the Cancel button to return to the Main tab.

Preview preset 1 - All blu-ray
Route Edit Save Delete Cancel
Inputs Outputs
D Description D Description
1 LG blu-ray 7 D2
1 LG blu-ray 11 MTR - D3
1 LG blu-ray 12 B3

Note that when a quick preset is created, the quick preset number may not be
the same as the preset number. In the example, above, we created preset 1.
However, when we created the quick preset, we assigned it quick preset 2.

Edit preset 1 - Ali blu-ray

Route Edit Load Current State Save

Name All blu-ray

Search Inputs

Inputs Outputs

D/
| 1- LG blu-ray [y
I‘l - LG blu-ray M
| 1- LG blu-ray B

page | 71



Using Presets

Editing Quick Presets

The number assignment for a quick preset (user or group) can be changed, if desired.
In addition, the preset Name and Inputs can be changed as well. In order for a quick
preset to be edited, a user or group preset must exist.

1. Login to the web interface as front panel.

2. Click the Main tab.

3. Click the desired group button to display the available inputs and outputs.

4. Click the Preview / Edit button under the preset (user or group) to be edited.

Presets - User

All blu-ray

Praview | Edit

-

Presets - Group

Mo group presets have been defined.

5. The Preview preset dialog will be displayed.

6. Click the Edit button.

Route Edit Save Delete

| | L
| Search Inputs |

Inputs Outputs

D Description ID
1 LG blu-ray 7
1 LG blu-ray 11
1 LG blu-ray 12
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Using Presets

g 7. The Edit preset dialog will be displayed.
2
g 8.  Click the drop-down list and select the desired preset.
=%
(e
3)
‘n
©
m
Route Edit Load Current State Save
Name Al blu-ray 2 Al blu-ray |
| | ‘Quick Presets
| 5earch Inputs | 1-
2 - All blu-ray
1 -
Inputs Qutputs 4.
"
I'l - LG blu-ray 6 - . -7
7- —
I'l - LG blu-ray 8 - | 11
[ - i

9. Click the Save button to save the changes.

If an existing quick preset is selected from the drop-down list, then saved,
the following message box will be displayed:

Quick Preset already assigned. Do you wish to overwrite?

Cancel | | OK

» Click the OK button to overwrite the existing quick preset.

» Click the Cancel button to cancel the operation and select another quick preset
from the drop-down list.
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Using Presets

Quick presets can only be accessed from the IR remote control. For information on
creating quick presets, see Creating Quick Presets (page 70).

1. From any screen, press the desired quick preset from the Quick Presets section on
the IR remote control.

2. Press the desired quick preset button (1 - 8).

3. Once the quick preset has been applied,
the following screen will be displayed.

REOUTIMG G

2 ALk BLU-

In the example, above, the bottom line reads “2
All Blu-Ray”. Here, “2” is the quick preset number
that was assigned to the user preset called “All
Blu-Ray”

4. The quick preset is now applied.

5.  After a few moments, the previous screen which
was displayed, will be shown.
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Menu System

Accessing the Menu System

1. After connecting power to the Matrix Controller, the following message will appear in
the Status window:

sic Operation

ExT-CU-LAH
IMITIALIZIMG. ..

2. After a few moments, the passcode screen will be displayed. This screen is also
displayed after about 1 minute of inactivity, for security purposes.

3. Use the numerical keypad to enter the passcode. The default passcode is 123456.
To change the passcode, refer to Creating Groups (page 38).

4. Press the OK button.

5. The standby screen will be displayed:
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Menu System

6. Press the Menu button.

7. The Menu button, on the front panel, will glow solid blue and the Network menu will
be displayed.

Operation

8. The menu system contains two menus: Network and System. Press the A or ¥
buttons to select either menu system.

9.  Once the desired menu is selected, press the OK button to enter the menu system.
Refer to the following pages for details on each menu system option.
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Menu System

10. To return to the standby screen, press the Back button.

Operation
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Menu System

Routing Inputs to Outputs

Operation

1. From the standby screen, press the In button. See Accessing the Menu System (page
75) for information on how to display the standby screen.

2. The four buttons under the Status window will glow solid blue and the group selection
screen will be displayed. The currently selected group is displayed in the top row.

3. Select the desired group using the << or >> soft buttons on the front panel or the
<« or P buttons on the IR remote control.
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Menu System

4. Once the desired group is selected, press the SEL button. To return to the previous
screen, press the BACK button

5. The following screen will be displayed:

sic Operation

EHTEE IHFUT CHAHHEL
EREOMSE

6. Select the desired input within the group. There are two methods:
»  Select by Input Channel

a. Use the numbers on the keypad to enter the number. If you make a
mistake, press the Clear button to erase the entry.

b.  Press the OK button to accept the selection.

» Browse by Input

a. The second option is to press the BROWSE button on the front panel.

EMTERE IMPUT I:ZHHBEEL
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Menu System

b.  Use the << or >> soft buttons on the front panel or the <« or » buttons
on the IR remote control to select the desired input. Each input will
be listed by description, as shown in the example below.

c. Press the SEL button on the front panel or the OK button on the IR
remote control to select the currently displayed source.

d. The output screen will be displayed.

EHTEE OUTFUT ID

BRI
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Menu System

7. Select the output by one of the following methods:
»  Select by Output Channel
a. Use the numeric keypad to enter the Output ID. If you make a mistake,

press the Clear button to erase the entry. Press the OK button to accept
the selection.

» Browse by Output

a. Press the BROWSE button on the front panel.

b.  The output selection screen will be displayed:

MTE-D

i BRCK

c. Use the <« or B buttons to buttons to select the desired output.

d. Press the SEL button on the front panel or the OK button on the IR remote
control to select the current output.

Press the BACK on the front panel or on the IR remote control to return
to the previous screen.

8.  The route details screen will be displayed.

FOUTE DETAILES

IH  auT EIN
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sic Operation

Menu System

From this screen, you can:

ROUTE DETAILS
IH OUT  @on Go

a. Press the IN button to display the selected input.

c. Press the ADD button to add more outputs. See Adding Outputs (page 89) for
more information.

d. Press the GO button to initiate the routing process.

IMITIATE
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9. Press the Back button to exit the route details screen.

EHMTER IMPUT CHAMHEL
IM 0OUT Ald G
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Routing Outputs to Inputs

Normally, when routing, the input is selected first, followed by the desired output(s).
However, the Matrix Controller also provides the option to select the output(s) first,
followed by the input.

1. From the standby screen, press the Out button. See Accessing the Menu System
(page 75) for information on how to display the standby screen.

2. The Out button and the four buttons under the Status window will glow solid blue.

3. The group selection screen will be displayed. The currently selected group is
displayed in the top row.

ENGIMEERIN

Ef
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4. Press the << or >> soft buttons on the front panel or the « or » buttons on the IR
remote control to list the available groups.

Operation

5. Press the SEL button on the front panel or the OK button on the IR remote control to
select the displayed group. To return to the previous screen, press the BACK button
on the front panel or on the IR remote control.

6. The following screen will be displayed:

EHTER OUTFUT I

EREOMSE
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7. Select the desired output within the group. There are two methods:
»  Select by Output Channel

a. Use the numbers on the keypad to enter the number. If you make a
mistake, press the Clear button to erase the entry.

sic Operation

b.  Press the OK button to accept the selection.

» Browse by Output

. Press the BROWSE button on the front panel and select the output
from a list.

EMTER QUTFUT CHA
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7. Select the desired output within the group. There are two methods:

a. The output selection screen will be displayed:

Operation

b. Pressthe « or B buttons to select the desired input.

c. Press the SEL button on the front panel of the OK button on the IR remote
control to select the current input.

Press the BACK button on the front panel or on the IR remote control

to return to the previous screen.

8.  The route details screen will be displayed. From this screen, you can:

ROUTE DETAILS
IM auT  ADD GO
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d. Press the ADD button to add more outputs. See Adding Outputs (page 89) for
more information.

5. Press the Back button on the front panel or on the IR remote control to exit the route
details screen.

ROUTE DETRILES
IM 0OUT AbD IMT
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Adding Outputs

In order to add outputs, at least one input must be routed to an output within a group.
See Routing Inputs to Outputs (page 78) for more information.

asic Operation

1. From the route details screen, press the Add button on the front panel.

HEEE B
[ N N . s
. . . . ROUTE DETAILS
- . . . . . . IN 0UT ADD  IMT
HE
HE B

2. The add outputs screen will be displayed.

3. Use the « or » buttons on the front panel or on the IR remote control to scroll
through each of the available outputs.
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If no other outputs are available, then the following screen will be displayed.

If this is the case, press the BACK button on the front panel or on the IR remote
control to return to the route details screen.

4. Once the desired output is selected, press the SEL button on the front panel
or the OK button on the IR remote control.

5. Repeat steps 1 - 4 to continue adding outputs.

6. Press the BACK button on the front panel or on the IR remote control.

7. Press the GO button on the front panel to initialize the new routing configuration.

HEN B EEE

. . . . ROUTE DETAILS

EEE B
HE N

. . . IN 0OUT ADD GO
HE
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Masking an Output

Operation

The Matrix Controller allows selected outputs to be masked. When an output is masked,
the signal is not displayed on the output. To block the input signal, see Blocking Inputs
(page 54).

1. From any screen, press the Mask button. The Mask button will glow solid blue.

2. The output selection screen will be displayed and the four buttons under the Status
window will glow solid blue.

3. Use the <« or B buttons to select the desired group.
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4. Press the SEL soft button on the front panel or press the OK button on the IR remote
control.

5. Use the numeric buttons to enter the desired output to be masked. In the example
below, we will mask output 2, by entering the number 2.

QUTFUT ID
E

6. Press the OK button to execute the masking process. The masking process will be
completed once the following screen is displayed:

7. To mask additional outputs, repeat steps 1 - 6. To unmask an output,
repeat steps 1 - 6 and enter the number of the output that is currently masked.
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Selecting Presets

Operation

Before using the front panel to select presets, use the built-in Web interface to add and
configure presets. See Using Presets (page 63) for more information. To access routing
presets, use the following procedure.

1. From the standby screen, press the Preset button. See Accessing the Menu System
(page 75) for information on how to display the standby screen.

2. The Enter Preset ID screen will be displayed:

EMTER FRESET ID

EREOMSE

3. Select the desired preset. There are two methods:
»  Select by Preset ID
a. Use the numeric keypad to enter the Preset ID. If you make a mistake,

press the Clear button to erase the entry. Press the OK button to accept
the selection.

page | 93



Menu System

b.  Press the OK button to accept the selection.

c.  Once the preset is selected, the initiate preset screen will be displayed,
indicating that the preset has been selected.

» Browse by Preset Name

a. Press the BROWSE button on the front panel.

EMTER FRESET %II

{ROWSE
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b. Use the <« or B buttons to list the available presets. Each preset will be
listed by the name that it was given in the Web interface.

Operation

c. Press the SEL button on the front panel or the OK button on the IR remote
control to select the desired preset.

Press the BACK button on the front panel or on the IR remote control to
return to the Enter Preset ID screen.
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d.  Once the preset is selected, the initiate preset screen will be displayed,
indicating that the preset has been selected.

Basic Operation

5.  After a few moments, the route details screen will be displayed.

ROUTE DETH

IH ouT  ADD IMT
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Setting the Network Mode

c

19

s
o
—
@
o

1. From the standby screen, press the Menu button. See Accessing the Menu System
(page 75) for information on how to display the standby screen.

2. The Network menu will be displayed.

3. Press the OK button to enter the Network Menu menu.

4. Press the OK button again to change the network mode.
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Menu System

MODE: CEDIT

Press the A or V¥ buttons to select either Separate or Combined. In the example,
below, we have selected Combined.

K MODE: CEDIT
HET

Press the OK button to save the change.

The following screen will be displayed:

REEOOT UMIT

LY CHAMHGES
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8. Reboot the unit to apply the changes. To ignore the changes and return to the
standby screen, continuously press and release the Back button.

Operation
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The Control IP Settings menu allows you to set the IP mode (Static or DHCP), IP address,
subnet mask, gateway address, and HTTP listening port of the Matrix Controller.

1. From the standby screen, press the Menu button. See Accessing the Menu System
(page 75) for information on how to display the standby screen.

2. The Network menu will be displayed.

3. Press the OK button to enter the Network Menu menu.
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4. Pressthe A or V¥ buttons to select Control IP Settings.

5. Press the OK button to enter the Control IP Settings menu. The current IP mode
setting will be displayed.

IF MODE:
TIC

7. Pressthe A or V¥ buttons to select either Static or DHCP. In this example, we will
leave the IP mode setting as Static. Consult your network administrator, if necessary,
for required network configuration settings.
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8. Press the OK button to save the current changes.

9.  The following screen will be displayed, momentarily:

Important

S Any time a setting has been changed, the “please reboot unit” message will
be displayed. However, it is not required to reboot the unit until all desired
changes have been made. All changed settings are “saved” but will only be
applied once the unit is rebooted.

10. Continue by pressing the A or ¥ buttons to select the IP Address setting.
The current IP address will be displayed.

11. Press the OK button to change the setting. The first digit of the IP address will flash.
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12. Use the numeric keypad to enter the desired IP address.
If a one or more digits in the IP address is less then three digits in length, then preceding

= zeros must be used to pad the value. For example, if one of the numbers is 10, then
you would enter 010 on the keypad. If the number is 5, then you would enter 005.

7. _A1.874

13. The cursor will automatically advance to the next digit in the IP address. If an error
is made, use the < or » to move backward or forward between each digit.

14. Press the OK button to save the change.

IF AalbE
1B 5. 84,7

15. Press the A or V¥ buttons to select the Subnet Mask setting. The subnet mask
address will be displayed.
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17.

18.

19.

20.

Menu System

Press the OK button to edit the current selection. The first digit of the address will
flash.

Use the numeric keypad to enter the desired subnet mask.

If a one or more digits in the subnet mask is less then three digits in length, then preceding
zeros must be used to pad the value. For example, if one of the numbers is 10, then
you would enter 010 on the keypad. If the number is 5, then you would enter 005.

The cursor will automatically advance to the next digit in the subnet mask. If an error
is made, use the < or » to move backward or forward between each digit.

Press the OK button to save the change. For this example, we will leave the subnet
mask at 255.255.255.0.

Press the A or ¥ buttons to select the Gateway setting. The gateway address
will be displayed.

Press the OK button to change the setting. The first digit of the gateway address
will flash.
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21. Use the numeric keypad to enter the desired address.

If a one or more digits in the IP address is less then three digits in length, then preceding
= zeros must be used to pad the value. For example, if one of the numbers is 10, then
you would enter 010 on the keypad. If the number is 5, then you would enter 005.

22. The cursor will automatically advance to the next digit in the IP address. If an error
is made, use the < or » to move backward or forward between each digit.

23. Press the OK button to save the change.

24. Press the A or V¥ buttons to select the HTTP Port setting. The current HTTP
listening port is displayed.

FORET:

page | 105



25.

26.

27.

28.

29.

Menu System

Press the OK button to edit the current port settings. The first available digit of the
port number will flash.

HTTF FORET: CEDIT:
HEaSA

Use the numeric keypad to enter the desired listening port.

The port range is 1 to 65535. Use preceding zeros to pad numbers less than 5 digits.
For example, if the listening port is 80, then you would enter 00080.

If an error is made, use the <« or » to move backward or forward between each digit.

To make changes to any of the IP settings, again, press the A or ¥ buttons to select
the desired menu, then press the OK button to make changes to the selected setting.

To return to the standby screen, consecutively press and release the Back button until
the standby screen is displayed.
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Video IP settings are only used in separate mode and allows you to access the Web

interface using the Video IP address. Refer to Separate Mode (page 13) for more
information on separate mode.

1. From the standby screen, press the Menu button. See Accessing the Menu System

(page 75) for information on how to display the standby screen.

2. The Network menu will be displayed.

3. Press the OK button to enter the Network Menu menu.

page | 107



Menu System

4. Pressthe A or V¥ buttons to select Video IP Settings.

5. Press the OK button to enter the Video IP Settings menu. The current IP mode
setting will be displayed.

The IP Mode for Video IP Settings cannot be changed. It will always be set to static.

6. Continue by pressing the A or ¥ buttons to select the IP Address setting.
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Use the numeric keypad to enter the desired IP address.

If a one or more digits in the IP address is less then three digits in length, then preceding
zeros must be used to pad the value. For example, if one of the numbers is 10, then
you would enter 010 on the keypad. If the number is 5, then you would enter 005.

The cursor will automatically advance to the next digit in the IP address.
If an error is made, use the <« or » to move backward or forward between each digit.
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10. Press the OK button to save the current changes.

11. The following screen will be displayed, momentarily:

Important

S Any time a setting has been changed, the “please reboot unit” message will
be displayed. However, it is not required to reboot the unit until all desired
changes have been made. All changed settings are “saved” but will only be
applied once the unit is rebooted.

12. Continue by pressing the A or ¥ buttons to select the Subnet Mask setting.
The subnet mask address will be displayed.

13. Press the OK button to change the setting. The first digit of the subnet mask will flash.
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14. Use the numeric keypad to enter the desired subnet mask address.

If a one or more digits in the address is less then three digits in length, then preceding
zeros must be used to pad the value. For example, if one of the numbers is 10, then
you would enter 010 on the keypad. If the number is 5, then you would enter 005.

The cursor will automatically advance to the next digit in the subnet mask. If an error
is made, use the <« or B to move backward or forward between each digit.

15. Press the OK button to save the change. For this example, we will leave the subnet
mask setto 255.255.255.0.

16. Pressthe A or V¥ buttons to select the Gateway setting. The gateway address
will be displayed.

17. Press the OK button to change the setting. The first digit of the gateway address
will flash.
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18. Use the numeric keypad to enter the desired address.
If one or more digits in the address is less then three digits in length, then preceding
0 zeros must be used to pad the value. For example, if one of the numbers is 10, then
you would enter 010 on the keypad. If the number is 5, then you would enter 005.

The cursor will automatically advance to the next digit in the gateway address.
If an error is made, use the <« or » to move backward or forward between each digit.

19. Press the OK button to save the changes.

GRTEMAY:

8. 5. 84,1
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Telnet / TCP Settings

1. From the standby screen, press the Menu button. See Accessing the Menu System
(page 75) for information on how to display the standby screen.

2. The Network menu will be displayed.

3. Press the OK button to enter the Network Menu menu.

4. Pressthe A or V¥ buttons to select Telnet / TCP Settings.
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TELHE

Press the OK button to enter the menu.

The current TCP access status will be displayed.

Press the A or V¥ buttons to select either Enabled or Disabled. This setting is used
to allow or prevent TCP access. In this example, we will leave the TCP access
setting as Enabled.

Press the OK button to save the current changes. For this example, we will leave the
setting as Enabled.

TCF ACCE
EHEELED

Press the A or V¥ buttons to select TCP Port.

TCF PORET:
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Press the OK button to edit the current port setting. The first available digit in the port
setting will flash.

FORT: CEDITX

Use the numeric keypad to enter the desired listening port.

The port range is 1 to 65535. Use preceding zeros to pad numbers less than 5 digits.
For example, if the listening port is 23, then you would enter 00023.

If an error is made, use the <« or » to move backward or forward between each digit.
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14. Press the OK button to save the change.

TCF FORT:

15. Press the A or V¥ button to select the Welcome Message setting.

16.

WELCOME M
DNIsAEBELED

17. Press the A or V¥ buttons to select either Enabled or Disabled.
If this option is set to Enabled, then the following message will be displayed at the

beginning of each Telnet session: “Welcome to EXT-CU-LAN Telnet”. If set to
Disabled, then no message will be displayed.

18. Press the OK button to save the changes.
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19. Press the A or V button to select the Require Password setting.

20. Press the OK button to edit the current selection.

21. Pressthe A or V buttons to select either Enabled or Disabled.

If this option is set to Enabled, then a password will be required to connect during
a Telnet session. If set to Disabled, then no password will be required.

22. Press the OK button to save the changes.
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UDP Settings

1. From the standby screen, press the Menu button. See Accessing the Menu System
(page 75) for information on how to display the standby screen.

2. The Network menu will be displayed.

3. Press the OK button to enter the Network Menu menu.
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4. Pressthe A or V¥ buttons to select UDP Settings.

LIDF

5. Press the OK button to enter the menu.

6. The current UDP access status will be displayed.

8. Pressthe A or V¥ buttons to select either Enabled or Disabled. This setting is used
to allow or prevent UDP access. In this example, we will leave the IP mode setting as
Enabled.

9. Press the OK button to save the current changes. For this example, we will leave the
setting as Enabled.
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1.

12.

Menu System

Press the A or V¥ buttons to select UDP Port.

FORT =

Press the OK button to edit the current port setting. The first available digit in the port
setting will flash.

I : s CEDITR
EIEE

Use the numeric keypad to enter the desired listening port.

The port range is 1 to 65535. Use preceding zeros to pad numbers less than 5 digits.
For example, if the listening port is 23, then you would enter 00023.
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13. If an error is made, use the <« or » to move backward or forward between each digit.

14. Press the OK button to save the change.

15. Press the A or V button to select the Remote UDP Access setting.

LDF Acc

16.

FEMOTE UDF ACC
\ELET

17. Pressthe A or V buttons to select either Enabled or Disabled.

If this option is set to Enabled, then remote UDP access will be permitted.
Otherwise, set this option to Disabled to prohibit access using the UDP protocol.

18. Press the OK button to save the changes.

LDF AC
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22.

23.

24.

Menu System

Press the A or ¥ button to select the Remote UDP Address setting.

Press the OK button to edit the current selection. The first digit in the first digit of the
address will flash.

Use the numeric keypad to enter the desired address.

If a one or more digits in the address is less then three digits in length, then preceding
zeros must be used to pad the value. For example, if one of the numbers is 10, then
you would enter 010 on the keypad. If the number is 5, then you would enter 005.

If an error is made, use the <« or » to move backward or forward between each digit.

Press the OK button to save the change.

Press the A or V button to select the Remote UDP Port setting.
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25. Press the OK button to edit the current setting. The first available digit in the port
setting will flash.

UDF FPORT: ED

26. Use the numeric keypad to enter the desired listening port.

The port range is 1 to 65535. Use preceding zeros to pad numbers less than 5 digits.
For example, if the listening port is 23, then you would enter 00023.

27. If an error is made, use the <« or » to move backward or forward between each digit.

REMOTE UDF FORT: ED
SEEE

28. Press the OK button to save the change.

LUDF FORT:
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2.

3.

Menu System

Discovery Settings

The Discovery Settings menu allows the Matrix Controller to be “discovered” on a network
using the Gefen Syner-G Software Suite.

From the standby screen, press the Menu button. See Accessing the Menu System
(page 75) for information on how to display the standby screen.

The Network menu will be displayed.

Press the OK button to enter the Network Menu menu.

page | 124



Menu System

4. Pressthe A or V¥ buttons to select Discovery Settings.

5. Press the OK button to enter the menu.

6. The current read / write status of the Discovery Service will be displayed.

DISCOVERY:
FEAD -~ WEITE

8. Pressthe A or V¥ buttons to select either Read / Write, Read Only, or Disabled.

» Read/Write
This mode will permit the discovery of the Matrix Controller on the network.
In addition, the IP settings, description, and other settings for the Matrix
Controller can be changed using the Syner-G Software Suite.

» Read Only
This mode only permits the discovery of the Matrix Controller on the network.

» Disabled
This mode prevents the discovery of the Matrix Controller on the network.
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9. Press the OK button to save the current changes. For this example, we will leave the
setting as Read / Write.
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Menu System

Setting the IR Channel for the Matrix Controller

1. From the standby screen, press the Menu button. See Accessing the Menu System
(page 75) for information on how to display the standby screen.

2. The Network menu will be displayed.

3. Pressthe A or V¥ buttons to select the System menu.
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4. Press the OK button to enter the System menu. The IR Channel setting will be
displayed.

IR CHRHHEL
1

5. Press the OK button to edit the current value.

IR CHAMHEL:
1

6. Pressthe A or ¥ buttons to select the desired IR channel (1 - 4).

7. Press the OK button to save the current changes.

IR CHAMHEL
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|

By default, the front panel lockout is enabled and will automatically lock after five minutes.
To enable or disable the front-panel lockout, follow the instructions below. To set the
timeout value (in minutes), see Front Panel Timeout (page 131).

1. From the standby screen, press the Menu button. See Accessing the Menu System
(page 75) for information on how to display the standby screen.

2. The Network menu will be displayed.

3. Pressthe A or V¥ buttons to select the System menu.
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4. Press the OK button to enter the System menu. The IR Channel setting will be
displayed.

IR CHAMHEL
1

6. Press the OK button to enter the Auto-Lock Timeout menu. The current setting will
be displayed. The default setting is enabled.

ALTO-LOCE,

EMHAELET

7. Pressthe A or ¥ buttons to enable or disable the Auto-Lock feature. For this
example, we will leave the setting on enabled.

8. Press the OK button to save the changes. The saved setting will be displayed.

AUTO-L0CE EMAEBLET
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Front Panel Timeout

By default, the front panel will automatically lock after five minutes. This timeout value can

be adjusted between one and ten minutes.

1.

2.

3.

From the standby screen, press the Menu button. See Accessing the Menu System
(page 75) for information on how to display the standby screen.

The Network menu will be displayed.

Press the A or ¥ buttons to select the System menu.
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4. Press the OK button to enter the System menu. The IR Channel setting will be
displayed.

IR CHRHHEL
1

5. Pressthe A or V¥ buttons to select the Time-Out In Min. menu.

TIME-OUT IM MIH.

6. Press the OK button to enter the Time-Out In Min. menu. The current timeout value
will be displayed. The default value is five minutes.

1-18 IH MIM:

7. Pressthe A or V¥ buttons to set the timeout value between one and ten minutes.

1-18 IM MIM:
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Resetting the Matrix Controller

Resetting the Matrix Controller will erase all current configurations and return the Matrix
Controller to factory-default settings. If you need to reset the Matrix without erasing any
current settings, refer to Rebooting the Matrix Controller (page 137).

Warning

The following procedure will reset the Matrix Controller to factory-default
settings. All IP settings and network configurations will be lost!

-\

1. Before resetting the Matrix Controller, you may want to save the current settings
to a configuration file. If you do not want to save the configuration settings, then skip
to Step 2.
a. Login to the Web interface.
b.  Click the System tab.

c. Click the Download button.

EXT-CU-LAN

Basic Settings | Slave Config |

Multiple CU-LAN Configuration

Download Current Configuration to PC

Restore Configuration File

Browse...

d. Select a destination folder where the configuration file will be saved.

The filename will include a date stamp, based on the date set on the computer.
For example, if the date was August 24, 2015, then the filename would be:

CU-LAN_ Settings 08-24-2015-11-28.xml.
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2. From the standby screen, press the Menu button. See Accessing the Menu System
(page 75) for information on how to display the standby screen.

Dperation

3. The Network menu will be displayed.

4. Pressthe A or V¥ buttons to select the System menu.
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5. Press the OK button to enter the menu. The current IR Channel will be displayed.

CHAMHEL =

6. Pressthe A or V¥ buttons to select the Factory Reset option.

7. Press the OK button to continue.

8.  The Matrix Controller will prompt you to confirm that you wish to proceed:

9. Pressthe A or ¥ buttons to select between Yes and No options.

» To reset the Matrix Controller to factory-default settings, select Yes and press
the OK button.

» To cancel the procedure, select No and press the OK button.
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10. If the Matrix Controller is reset, the following message will be displayed:

11. After about 30 seconds, the passcode screen will be displayed.
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Rebooting the Matrix Controller is identical to disconnecting and reconnecting the power
supply on the back of the unit. Rebooting the Matrix Controller may be required after
changing specific system settings. Rebooting does not reset the Matrix Controller to
factory-default settings. To reset the Matrix Controller, see Resetting the Matrix Controller
(page 133).

1. From the standby screen, press the Menu button. See Accessing the Menu System
(page 75) for information on how to display the standby screen.

2. The Network menu will be displayed.

3. Pressthe A or V¥ buttons to select the System menu.
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4. Press the OK button to enter the menu.

5. The current IR Channel will be displayed.

CHAMHEL =

6. Pressthe A or ¥ buttons to select the Reboot Unit option.

FEEEOOT LHIT

7. Press the OK button to continue. The Matrix Controller will prompt you to confirm
that you wish to proceed:

CONFIRM REBOOT

8. Pressthe A or V¥ buttons to select between Yes and No options.
» To reboot the Matrix Controller, select Yes and press the OK button.

» To cancel the procedure, select No and press the OK button.
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9.  If the Matrix Controller is rebooted, the following message will be displayed:

JOTIMG. . .

10. After about 30 seconds, the passcode screen will be displayed.
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Locking / Unlocking the Matrix Controller

The front panel of the Matrix Controller can be locked to prevent unauthorized tampering or
accidental pressing of the front panel buttons.

1. From any screen (except the Enter Passcode screen), press the Lock button.

2. The Matrix Controller is now locked and the passcode screen will be displayed.

EHTEE Fr

3. To unlock the Matrix Controller, enter the passcode and press the OK button on the
front panel or on the IR remote control. The default passcode is 123456.
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The built-in Web interface provides advanced control of the Matrix Controller. In order to
access the Web interface use the Gefen Syner-G Software Suite to obtain the IP settings
of the Matrix Controller. Once connected to the Matrix Controller, the login screen will be
displayed.

Operation

Login Screen

" GEFEN Multi-Purpose Matrix Controller EXT-CU-LAN

Usermname

Password

1 Username
Enter the user in this field. The Matrix Controller comes with two users:
admin and front panel. The admin login provides unrestricted access
to all features and settings and is used primarily to create and manage
users, groups, presets, and other network settings. The front panel user is
required in order to control the Matrix Controller through the front panel.

2 Password
Enter the password for the associated user. The password is masked when
it is entered. Ifthe front panel useris used to login, then the password
must be the same as the passcode used to access the front panel.

3 Login
Click this button to login in to the Main page of the Web interface.
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Main

The Main page is used to manage all groups that have been created. If no groups
have been defined, they will need to be created. See Creating Groups (page 38) for
information on creating groups.

1 2
User: admin | Administrator

" GEFEN Mmulti-Purpose Matrix Controller EXT-CU-LAN
- Lesout

Groups @

DEFAULT Engineering Tech Support

Dynamic Help: {Tc start click on group to manage

1 User
The user for the current Web session.

2 Access level
Displays the access level of the user. There are three access levels:
Operator, Administrator, and Group Administrator. See Creating Users
(page 30) for more information on user access levels.

3  Log Out
Click this link to log out of the current Web session.

4  Group buttons

Displays a list of all created groups in the form of buttons. Click the desired
button to perform routing operations within the group.
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Clicking a group button displays additional options within the Main tab.

EXT-CU-LAN

c
19
s
o
—
@
o
o

Groups

DEFAULT

Dynamic Help: [Seled an input, output, or preset to continue.

nputs Block On  Block Off || 5a5/ch '

Mame o o Description
EXT-HD2IRS-LAN-S LG blu-ray
EXT-DVIKVM-LAN-L-5 DSMP2

=

th = 0
b

1 Block On
Click this button to block the source signal at the input. See Blocking Inputs
(page 54) for more information.

2 Block Off
Click this button to unblock the selected input. See Blocking Inputs (page
54) for more information.

3  Search (Inputs)
Enter the channel, name, or the description of the unit to search for, under
the Inputs column.

4  Ch (Inputs)
Displays the channel of the KVM over IP product.

5 Name (Inputs)
The name of the device.

6  Description (Inputs)
Displays the description of the product. By default, the product name is
used as a description. This name can be changed using the Edit Device
button.
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Web Interface

T GEFEN multi-Purpose Matrix Controller EXT-CU-LAN
FRATRECRCTETTR o -

atpuii Mask On Mask Off | 5aarch m |
1D Ch @me

m Description
7 1 EXT-DVIKVM-LAN-R D2
" 2 EXT-HDKVM-LAN-R MTR - D3

P I ST W A N =V

10

11

12

13

Column View mode

This is the default view setting for the Main tab. Click this button to return
to the default view when using matrix view mode. See Matrix View Mode
(page 58) for more information.

Matrix View mode
Click this button to view the Main tab in matrix view mode. See Matrix View
Mode (page 58) for more information.

ID (Outputs)
The ID of the KVP over IP device. This device is automatically assigned by
the Matrix Controller.

Ch (Outputs)
Displays the channel of the KVM over IP product.

Name (Outputs)
The name of the device.

Mask On
Click this button to mask the selected output. See Masking Outputs (page
56) for more information.

Mask Off
Click this button to unmask the selected output. See Masking Outputs
(page 56)
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Web Interface

-~ Ji
8

14

15

16

17

12
&tp% MaskOn  MaskOFf | <c.rch (EB) '
D,

m Description
T EXT-DVIKVM-LAN-R D2
1 2 EXT-HDKVM-LAN-R MTR - D3

T GeFen muiti- -Purpose Matrix Controller EXT-CU-LAN

Description (Outputs)

Displays the description of the product. By default, the product name is
used as a description. This name can be changed using the Edit Device
button.

Search (Outputs)
Enter the ID, channel, name, or description of the unit to search for, under
the Outputs column.

Route
Click this button to route the selected input(s) / output(s).

Cancel
Clears the currently selected (highlighted) inputs and outputs.

page | 145



Operation

18

19

20

21

- = Blocked/Masked ( F))
Presets - User (B

Presets - Group [ +Add |

Web Interface

FEN Multi-Purpose Matrix Controlle EXT-CU-LAN
Growps | Users | 1O Network | Systom RIS or

Select All

Deselect All

No user presets have been defined.
21 Select All
@ Click this button to select (highlight)
all devices under Outputs.

22 Deselect All
Click this button to deselect all
devices that are currently selected
under Outputs.

Mo group presets have been defined.

Blocked / Masked (Legend)

If a black rectangle appears under the Ch column of the Inputs or under
the ID column of the Outputs, then the input / output is blocked / masked.
See Blocking Inputs (page 54) and Masking Outputs (page 56) for

more information.

+ Add (Presets - User)
Click this button to add a user preset to the group. See Creating User
Presets (page 63) for more information.

+ Add (Presets - Group)
Click this button to add a group preset to the group. See Creating Group
Presets (page 66) for more information.

Cancel
Clears the currently selected (highlighted) inputs and outputs.
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Groups > Inputs / Outputs

This page is used to add inputs and outputs, of available KVM over IP device, to each
group. If no groups have been defined, they will need to be created. If a group is created
on this page, the group will also appear under the Groups » Members.

EXT-CU-LAN
e or Leaou

Inputs/OQutputs | Members |

Groups - Devices assignment o

DEFAULT Engineering Sales

[ 4]

Add new group Edit name /description Delete group

1 Group Name
Displays each group that is created as a button.

2  Add new group
Click this button to create a new group.

3  Edit name / description
Click this button to change the name and/or description of the selected
group. This button is enabled only if a group button is clicked. This button
is not available when the DEFAULT group is selected.

4  Delete group
Click this button to delete the selected group. This button is enabled only if
a group button is clicked. This button is not available when the DEFAULT
group is selected.
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Groups > Members

This page is used to assign members to each group. If no groups have been defined, they
will need to be created. If a group is created on this page, the group will also appear under
the Groups » Inputs / Outputs. See Adding Members (page 47) for more information.

" GEFEN Multi-Purpose Matrix Controller EXT-CU-LAN

Y ™
Inputs/Outputs | Members |

Groups - Users assignment

Add new group

Edit name/description  Delete group

Available users 'search (@

1 Group Name
Displays each group that is created has a button.

2  Add new group
Click this button to create a new group.

3  Edit name / description
Click this button to change the name and/or description of the selected
group. This button is enabled only if a group button is clicked. This button
is not available when the DEFAULT group is selected.

4  Delete group
Click this button to delete the selected group. This button is enabled only if
a group button is clicked. This button is not available when the DEFAULT
group is selected.

5  Search box

To quickly search for a user in the Available Users list, enter the user in this
text box.
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c
o
B Available users @ | Search .
@
8‘ Name Description Access
admin Administrator admin
front panel Front Panel user admin
Berenice Sales Administrator  group administrator
John Sales Representative operator
Erica Accounting AR group administrator
Kayla Accounting AP operator

6  Available users
Lists all users that have been created. The admin and front panel user
names are indigenous to the Matrix Controller and cannot be deleted.
See Creating Users (page 30) for more information. For details on how to
add members to groups, see Adding Members (page 47).

7  Right Arrow Icon
Click this button to move the selected users, under the Available users list,
to the Members list. This button is only enabled when one or more users
have been selected from the Available users list. See Adding Members
(page 47) for more information.

8  Left Arrow Icon
Click this button to move the selected Members to the Available users list.
This button is only enabled when one or more members have been selected
from the Member list See Removing Members (page 49) for more
information.
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Members o m | search '

Name Description Access

admin Administrator admin

front panel Front Panel user admin

Berenice Sales Administrator  group administrator
John Sales Representative operator

9 Members

Lists all members that have been added to the current group. See Adding
Members (page 47) for more information.

10 Search box
To quickly search for a member under the Members list, enter the member
name in this text box.
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Web Interface

The Users page is used to add, edit, and delete users. You will be asked to create
a user, password, and specify an access level (Administrator, Group Administrator,
or Operator) for each user that is created. See Creating Users (page 30) for more
information on user access levels.

" GEFEN Multi-Purpose Matrix Controller

EXT-CU-LAN
Logou

Name Description Access Level
admin Administrator admin

front panel  Front Panel user admin

Berenice Sales Administrator group administrator
John Sales Representative operator

Erica Accounting AR group administrator
Kayla Accounting AP operator

Add User Edit User Delete User

1 Users
Displays the name, description, and access level for all users.

2 Add User
Click this button to add a user.

3 Edit User
Click this button to edit the user, description, access level, and password of
the selected user. This button is enabled when a user is selected.

4  Delete User

Click this button to delete the selected user. This button is enabled only
if a user is selected.

page | 151



Web Interface

1/0

The 1/0 page is used to manage all Gefen KVM over IP products that are connected to the
network and detected by the Matrix Controller. The I/O page contains two columns: Inputs
and Outputs.

c
19
s
o
—
@
o
o
(3}

FEN Multi-Purpose Matrix Controlle EXT-CU-LAN

Groups | Users | 1O | Natwork | System Logou

111311111331

Inputs | Search n [
e 6 [ 5] [ 6
Ch Description Mode
_ .168.1.80 LG blu-ray m
2 192.168.1.81 04:31: DEPM- Coke Auto
3 192.168.1.82 00:1C:91:04:41:03 DEMP Gefen products Auto
5 182.168.1.84 00:1C:1:04:30:80 DEMPZ Auto
-] 192.168.1.85 00:1C:91:03:D2:88 ViGEA-Siggen Auto
a 1%2.168.1.87 00:1C:91:03:C0:84 none Auto
2] 182.168.1.88 00:1C:01:04:32:08 Rokud Auto
10 192.168.1.83 00:1C:91:04:30:73 Fitzi-Teemu

1  Search (Inputs)
Enter the IP address, MAC address, or the description of the unit to search
for under the Inputs column.

2  Ch (Inputs)
Displays the channel of the KVM over IP product.

3  IP (Inputs)
Displays the IP address of the KVM over IP product. You can access the
Web interface of the KVM over IP (Sender unit) by clicking the desired IP
address, under this column.

4  MAC (Inputs)
Displays the MAC address of the product.

5 Description (Inputs)
Displays the description of the product. By default, the product name is
used as a description. This name can be changed using the Edit Device
button.

6  Mode (Inputs)
Displays the network mode of the KVM over IP product. The different
modes are: Auto, Static, and DHCP. See the product manual for the KVM
over IP for more information about network modes.
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Web Interface

" GEFEN Multi-Purpose Matrix Controll EXT-CU-LAN
rRCATAERCTACT - 5 Lo

Outputs | Search

00 0O @
ID Ch IP

MAC Description
1 3 192.168.1.89 00:1C:91:04:48:54 Az
192.168.1.90 00:1C:91:03:DAF2 A3
192.168.1.91 00:1C:91:04:39:53 c2
192.168.1.92 00:1C:91:04:48:BE A1
192.168.1.93 00:1C:91:04:39:3E C1
192.168.1.94 00:1C:91:04:38:55 B1
192.168.1.95 00:1C:91:03:E8:42 D2

=
=]
=1
1]

EEEEEEE

Search (Outputs)
Enter the IP address, MAC address, or the description of the unit to search
for under the Outputs column.

ID (Outputs)
Displays the ID of the KVM over IP device.

Ch (Outputs)
Displays the channel of the KVM over IP product.

IP (Outputs)

Displays the IP address of the KVM over IP product. You can access the
Web interface of the KVM over IP (Receiver unit) by clicking the desired IP
address, under this column.

MAC (Outputs)
Displays the MAC address of the product.

Description (Outputs)

Displays the description of the product. By default, the product name is
used as a description. This name can be changed using the Edit Device
button.

Mode (Outputs)

Displays the network mode of the KVM over IP product. The different
modes are: Auto, Static, and DHCP. See the product manual for the KVM
over IP for more information about network modes.
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Web Interface

Warning

Add Device Edit Device Delete Device Show Me Select All

s

AddDuce | tanomice | Ddicource  Showa| solctAll| | DusletAl | Udate Fimware et

Update Firmware

Auto Assign

14 Warning
Indicates an error has occurred with a device or setting. Click the Warning
link to get information about the warning. For example, this warning
indicates that the Matrix Controller has detected old firmware on one of the
connected devices:

0|
A Warning: Older firmware has been detected on the
following devices. All features of the Matrix Controller will
not work on these devices until each device's firmware has
been upgraded to v1.63 or above. User: admin | A
Output: 11, MTR - D3, V1.61h
Outputs
ID Ch IP
1 3 192.168.1.89
2 6 182.168.1.90
3 8 192.168.1.91
4 3 182.168.1.92
5 g 182.168.1.93
-] 5 192.168.1.94
7 1 182.168.1.95
a & 192.168.1.96
1 182.168.1.97
10 192.168.1.98
( T : 192.168.1.99
\ 12 3 192.168.1.100
OK Stop Showing
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Web Interface

Click the Stop Showing button to clear the error or click the OK button to
return to the 1/0 tab. To “restore” the error so that it appears, use the Reset All
Warning button, found under the System tab. See System > Basic Settings
(page 163) for more information.

Add Device

Normally, the Matrix Controller will automatically attempt to connect and retrieve
device information. However, if the KVM over IP device has a unique IP address,
then click this button to add a device to the list. The IP address and Telnet port
of the device must be provided.

Edit Device
Click this button to edit settings and description of the selected device.

Delete Device
Click this button to remove a device from the list.

Show Me

Click this button to activate the “show me” feature on the selected device.

This button will “remember” the “show me” state of a device. For example,

if a selected device is in “Show Me” mode, then the button will display as “Hide
Me”. Conversely, if a selected device is not in “Show Me” mode, then the button
will be displayed as “Show me”.

Select All
Click this button to select all devices under both the Inputs and Outputs column.

Update Firmware

Click this button to update the selected units with the latest version of firmware.
This button will only be selectable if one or more Inputs or Outputs are selected.
See Updating Sender and Receiver Units (page 221) for more information.

Auto Assign

Click this button to auto-assign the IP address, ID, and Channel of the selected
device(s). This button should only be used if there are conflicting ID numbers
(outputs only) or Channel numbers (inputs only).

Refresh

Click this button to refresh the page. This button should be used instead of the
refresh function of the Web browser.
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e
= IP Range From | 192.168.1.80 | To |192.168.1.105 |
()
()

" GEFEN multi-Purpose Matrix Controller EXT-CU-LAN
Wan " Groups | Users | 10 Neork | sysam TR = Leaou

Inputs

Gateway | 192.168.1.1 Subnet Mask | 255.255.255.0 |

23 IP Range (From)
Enter the starting IP address to use. This information is used by the Auto
Assign button.

24 IP Range (To)
Enter the starting IP address to use. This information is used by the Auto
Assign button.

25 Gateway
Enter the gateway address in this field.

26 Subnet Mask
Enter the subnet mask address in this field.
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Network > IP

Metwork Mode

Video and Control Networks o Combined

uuuuuuuu

Control IP Settings

MAC Address e 00:1c:91:04:60:5d

Mode DHCP
IP Address @ 10564161

Subnet @ :55.255.255.0
Gateway @ 105641

HTTP Port |80

1  Video and Control Networks 4  IP Address
Click to switch between Enter the IP address of the
combined and separate modes. Matrix Controller. This field is
See Combined Mode (page only available if the Mode is set
9) and Separate Mode (page to Static.
13) for more information.
5  Subnet
2 MAC Address The subnet mask in this field.
Displays the MAC address of the
Matrix Controller. 6  Gateway
The gateway address.
3 Mode
Selects the network mode: 7  HTTP Port
Static or DHCP. Enter the HTTP listening port.
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8 MAC Address
The MAC address of the managed switch to which the KVM over IP devices
are connected.

9 Mode
The network mode of the video network.

10 IP Address
The IP address of the video network.

11 Subnet
The subnet mask of the video network.

12 Gateway
The gateway address of the video network.

13 Gateway
Enables or disables Web access. Enabling this features allows you to
access the Matrix Controller Web interface through the video network.
Once enabled, connect a computer to the same switch that the KVM over IP
products are connected to, then enter the IP address in the Web browser.

14 Save
Click this button so save any changes on this page.

Video IP Settings

MAC Address G 00:1¢:91:04:60:5¢

Mode © DHCP

IP Address @) 192.168.1.4 .
Subnet @D 255.255.255.0 '
Gateway @ 19216811 |

Web Access Disable

m Save
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Network > TCP

EXT-CU-LAN
uuuuuuu o Nt o or Logou

TCP/Telnet Settings

TCP Access (1 ] Disable

Telnet Port a |24 |

Login Message on Connect o Hide
Authenticate on Connect o Disable

1 TCP Access
Click these buttons to enable or disable TCP access.

2  Telnet Port

Enter the Telnet listening port in this field.

3  Login Message on Connect

Click these buttons to show or hide the Telnet welcome message at the
beginning of each Telnet session.

4  Authenticate on Connect

Click these buttons to enable or disable login credentials for TCP access.

5 Save

Click this button to save all changes on this page.

page | 159



Web Interface

Network > UDP

EXT-CU-LAN
uuuuuuu o Nt o o Logou

UDP Settings

UDP Access (1 ] Disable

UDP Port €D sooor

UDP Echo (3 ] Disable

Destination UDP IP Address () 192.168.1.29

Destination UDP Part © o000

1 UDP Access
Click these buttons to enable or disable UDP access.

2  UDP Port
Enter the local UDP listening port in this field.

3  UDP Echo
Click these buttons to enable or disable UDP echo.

4 Destination UDP IP Address
Enter the remote UDP IP address in this field.

5 Destination UDP Port
Enter the remote UDP listening port in this field.

6 Save
Click this button to save all changes on this page.
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Web Interface

Network > Discovery

GEFEN Multi-Purpose Matrix Controller EXT-CU-LAN
or =

nnnnnn

Discovery Protocol Settings

Enable Discovery . Disable

Find Your Device Show Me

Discover Read Only Read Only EGEEGIIGE

[ |
Product Description @ coa-cu-an

Enable Discovery

Click these buttons to enable or disable the Discovery feature. In order for
the Matrix Controller to be discovered on a network using Gefen Syner-G,
this feature must be enabled.

2 Find Your Device
Click this button to show the location of the device. When the Show Me
button is clicked, the button text will change to Hide Me and the follow-
ing buttons, highlighted in blue, will flash on the front panel of the Matrix
Controller:

Click the Hide Me button to stop the buttons from flashing.
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Discovery Protocol Settings

Enable Discovery n Disable

Find Your Device Show Me

Discover Read Only Read Only

Product Description @ or-cu-an |

c
19
s
o
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&
(2]
ol

o Save

3  Discover Read Only
Click the Read Only button to restrict anyone using the Syner-G Software
Suite from changing the settings of the Matrix Controller. Click the Read /
Write button to allow anyone to read or change the settings of the Matrix
Controller.

4 Product Description
Enter the name of the Matrix Controller in this field. The default name is
EXT-CU-LAN.

5 Save
Click this button to save all changes on this page.
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System > Basic Settings

EXT-CU-LAN

Logous

5 Y
Basic Settings | Slave Config

Multiple CU-LAN Configuration  Master

Download Current Configuration to PC e Download

Slave

Restore Configuration File

Browse.. o n Restore

Warning: All current settings will be lost
Firmware Update (version: 2.2.9)

Erowse.. 6 o
Factory Reset Reset
[ 8 ]

Update

Reboot Reboot

Set Auto-Lock Timeout I 5 minute(s) j o Submit

Reset All Warnings

1 Multiple CU-LAN Configuration
Click this button to switch between Master and Slave mode. See Configur-
ing Slave Units (page 16) for more information on using this feature.

2 Download
Click this button to download the current Matrix Controller configuration
to a file. The filename will include a date stamp, based on the date set
on the computer. For example, if the date was August 24, 2015, then the
filename would be: CU-LAN Settings 08-24-2015-11-28.xml.

3  Browse... (Restore Configuration File)
Click to select the configuration file to upload.
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Restore

Click this button to restore the selected configuration file. This button is only
available once the configuration file is selected, using the Browse... button,
under Restore Configuration File.

Browse... (Firmware Update)
Click this button to select the firmware file.

Update

Click the Update button to begin the firmware update procedure.
This button is only available once a firmware file is selected using the
Browse... button, under Firmware Update.

Reset
Click the Reset button to reset the Matrix Controller to factory-default
settings.

Reboot
Click the Reboot button to reboot the Matrix Controller.

Set Auto-Lock Timeout

Sets the time interval when the front panel will automatically be locked.
Click the drop-down list to select the desired timeout period. The timeout
can be set from 1 to 10 minutes (in intervals of 1 minute) or to Never.

Submit
Click this button to save the change to the Set Auto-Lock Timeout setting.

Reset All Warnings
Click this button to restore the selected configuration file.
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Web Interface

System > Slave Config

GEFEN Multi-Purpose Matrix Controller EXT-CU-LAN

Main ups | Users | 1O Network | Systom Legous

Connected Staves .
®

: My Y
Basic Settings | Slave Config |

Connected Slaves Delete Device Show Me

IP MAC Description

EXT-CU-LAN

1 Delete Device
Click this button to delete the selected slave Matrix Controller from the list.

2  Show Me
Click this button to show the physical location of the device. When the
Show Me button is clicked, the button text will change to Hide Me and the
following buttons, highlighted in blue, will flash on the front panel of the
Matrix Controller:

Click the Hide Me button to stop the buttons from flashing.
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Description User
EXT-CU-LAN RandD Slave | front panel (Front Panel user) |
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3 IP
Displays the IP address of each slave Matrix Controller.

4 MAC
Displays the MAC address of each slave Matrix Controller.

5 Description
Displays the description of each slave Matrix Controller.

6 User
Click this drop-down list to select the user.
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Matrix Controller

Advanced Operation




Resets the Matrix Controller to factory-default settings

#factory reset
#get_block

#get discovery

#get discovery mode
#tget_firmware_version
#get gateway
#get_ip_address
#get ip mode

#get ipconfig
#get_mask

#get netmask
#get_telnet access
#get telnet pass
#get telnet port
#get_udp_access
#get udp echo_access
#get_udp_echo_ip
#get udp echo port
#get _udp port
#get_web port

#help

#reboot

#set block

#set discovery
#set_discovery mode
#set gateway
#set_ip_address
#set_ip mode

#set mask
#set_netmask

#set port mode
#set_showme

#set telnet access
#set telnet port

#set_udp_access

Returns the “block” status of the specified input
Returns the Discovery Service status

Returns the mode of the Discovery Service
Returns the current version of firmware
Returns the gateway address

Returns the IP address

Returns the IP mode

Returns the current IP settings

Returns the mask status of the specified output
Returns the subnet mask

Returns the Telnet access status

Returns the Telnet password status

Returns the Telnet listening port

Returns the UDP access status

Returns the UDP server echo status

Returns the address of the UDP echo server
Returns the listening port of the UDP echo server
Returns the UDP listening port

Returns the HTTP listening port

Returns the list of available commands
Reboots the Matrix Controller

Blocks the A/V signal on the specified input
Enables or disables the Discovery Service
Sets the Discovery Service mode

Sets the gateway address

Sets the IP address of the Matrix Controller
Sets the IP mode

Blocks the A/V signal on the specified output
Sets the net mask

Sets the network port mode

Enables or disables the “Show Me” feature
Enables or disables Telnet access

Sets the Telnet listening port

Enables or disables UDP access
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#set _udp echo access Enables or disables the UDP echo status
#set_udp_echo_ip Sets the address of the UDP echo server
#set_udp_echo_port Sets the listening port of the UDP echo server
#set_udp port Sets the UDP listening port

#set_web_port Sets the HTTP listening port

#use telnet login Enables or disables Telnet login credentials

#use telnet welcome Enables or disables the Telnet welcome message
P Recalls the specified preset number

r Routes an input to the specified output(s)
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#factory reset

Reset the Matrix Controller to factory-default settings. The Matrix Controller must be

power-cycled after executing this command.

/\

Syntax

#factory reset

Parameters

None

Example

#factory reset
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#get block

Returns the block status of the specified input. If the input is blocked, then BLOCK
ENABLED is returned

Syntax

#get block paraml

Parameters

paraml Integer [input range]

Example

#get block 1
BLOCK DISABLED

Related Commands
#get mask

#set block
#set mask
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#get discovery

Returns the Discovery Service status. The value returned is one of the following:

0 Discovery disabled
1 Discovery enabled
Syntax

#get discovery

Parameters

None

Example

#get discovery
DISCOVERY 1

Related Commands

#get discovery mode
#set discovery

#set discovery mode
#set showme
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#get discovery mode

Returns the Discovery Service mode. The value returned is one of the following:

0 Read mode
1 Read / write mode
Syntax

#get discovery mode

Parameters

None

Example

#get discovery mode
DISCOVERY MODE 1

Related Commands

#get discovery

#set discovery

#set discovery mode
#set showme
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#get firmware version

Returns the current version of firmware.
Syntax

#get_firmware version

Parameters

None

Example

#get_firmware version
FIRMWARE VERSION IS 2.1.19
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Commands

#get gateway

Returns the gateway address of the specified port on the Matrix Controller.

d Operation

Syntax

#get gateway port

Parameters

port
Type: INTEGER

Accepts a number from the table below, specifying the port to query.

1 Control Port (LAN 1)

2 Video Port (LAN 2) |

Example

#get gateway 1
GATEWAY 1 10.5.64.203

Related Commands

#get ip address
#get ip mode
#get ipconfig
#get netmask
#get web port
#set gateway
#set ip address
#set ip mode
#set netmask
#set port mode
#set _web port
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Commands

#get ip address

Returns the IP address of the specified port on the Matrix Controller.

d Operation

Syntax

#get ip address port

Parameters

port
Type: INTEGER

Accepts a number from the table below, specifying the desired port:

1 Control Port (LAN 1)

2 Video Port (LAN 2) |

Example

#get ip address 2
IP ADDRESS 2 192.168.1.75

Related Commands

#get gateway
#get ip mode
#get ipconfig
#get netmask
#get _web port
#set gateway
#set ip address
#set ip mode
#set netmask
#set port mode
#set _web port
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Commands

#get ip mode

Returns the current IP mode of the specified port on the Matrix Controller.

d Operation

Syntax

#get ip mode port

Parameters

port
Type: INTEGER

Accepts a number from the table below, specifying the desired port:

1 Control Port (LAN 1)

2 Video Port (LAN 2) |

Example

#get ip mode 1
IP MODE 1 DHCP

Related Commands

#get gateway
#get ip address
#get ipconfig
#get netmask
#get _web port
#set gateway
#set ip address
#set ip mode
#set netmask
#set port mode
#set _web port
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#get ipconfig

Returns the current IP settings.

Syntax

#get ipconfig

Parameters

None

Example

#get ipconfig

IP CONFIGURATION IS:

IP MODE: DHCP

IP: 10.5.64.203

NETMASK: 255.255.255.0
GATEWAY: 10.5.064.1

MAC ADDRESS: 00:1c:91:04:93:28

Related Commands

#get gateway
#get ip address
#get ip mode
#get netmask
#get web port
#set gateway
#set ip address
#set ip mode
#set netmask
#set port mode
#set _web port
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#get mask

Returns the “mask” status of the specified output.

Syntax

#get mask output

Parameters

output
Type: INTEGER

The channel number of the output port to query.

Example

#get mask 4
MASK ENABLED

Related Commands
#get block

#set block
#set mask
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Commands

#get netmask

Returns the subnet mask of the specified port on the Matrix Controller.

d Operation

Syntax

#get netmask port

Parameters

port
Type: INTEGER

Accepts a number from the table below, specifying the desired port:

1 Control Port (LAN 1)

2 Video Port (LAN 2) |

Example

#get netmask 2
NETMASK 2 255.255.0.0

Related Commands

#get gateway
#get ip address
#get ip mode
#get ipconfig
#get web port
#set gateway
#set ip address
#set ip mode
#set netmask
#set port mode
#set _web port
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Commands

#get telnet access

Returns the current Telnet access status. The value returned is one of the following:

0 Telnet access disabled
1 Telnet access enabled
Syntax

#get telnet access

Parameters

None

Example

#get telnet access
TELNET ACCESS 1

Related Commands

#get telnet pass
#get_telnet port
#set telnet access
#set_telnet port
#use_telnet login
#use_telnet welcome
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Commands

#get telnet pass

Returns the Telnet password status. The value returned is one of the following:

0 Telnet password not required
1 Telnet password required
Syntax

#get telnet pass

Parameters

None

Example

#get telnet pass
TELNET PASS 0

Related Commands

#get telnet access
#get_telnet port
#set telnet access
#set_telnet port
#use_telnet login
#use_telnet welcome
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#get telnet port

Returns the Telnet listening port.

Syntax

#get telnet port

Parameters

None

Example

#get telnet port
TELNET PORT 23

Related Commands

#get telnet access
#get telnet pass
#set telnet access
#set telnet port
#use_telnet login
#use telnet welcome

page | 185

Commands



Commands

#get udp access

Returns the UDP access status. The value returned is one of the following:

0 UDP access disabled
1 UDP access enabled
Syntax

#get_udp_access

Parameters

None

Example

#get_udp_access
UDP_ACCESS 1

Related Commands

#get udp echo access
#get_udp_echo_ip
#get udp echo port
#get _udp port
#set_udp_access

#set udp echo access
#set_udp_echo_ip
#set udp echo port
#set udp port

page | 186



Commands

#get udp echo access

Returns the UDP echo access status. When enabled, the UDP server returns an identical
copy of the data that was received.

Syntax

#get udp echo access

Parameters

None

Example

#get udp echo access
UDP ECHO ACCESS 1

Related Commands

#get_udp_access
#get_udp_echo_ip
#get udp echo port
#get udp port
#set_udp_access

#set udp echo access
#set_udp_echo_ip
#set udp echo port
#set udp port
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#get udp echo ip

Returns the IP address of the UDP server supporting the echo protocol.

Syntax

#get_udp_echo_ip

Parameters

None

Example

#get_udp_echo_ip
UDP_ECHO TP 10.5.64.158

Related Commands

#get_udp_access

#get udp echo access
#get udp echo port
#get udp port
#set_udp_access

#set udp echo access
#set_udp_echo_ip
#set udp echo port
#set udp port
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#get udp echo port

Returns the listening port of the UDP server supporting the echo protocol.

Syntax

#get udp echo port

Parameters

None

Example

#get udp echo port
UDP_ECHO_PORT 50009

Related Commands

#get_udp_access

#get udp echo access
#get_udp_echo_ip
#get udp port
#set_udp_access

#set udp echo access
#set_udp_echo_ip
#set udp echo port
#set udp port
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#get udp port

Returns the UDP listening port.

Syntax

#get udp port

Parameters

None

Example

#get udp port
UDP_PORT 50008

Related Commands

#get_udp_access

#get udp echo access
#get_udp_echo_ip
#get udp echo port
#set_udp_access

#set udp echo access
#set_udp_echo_ip
#set udp echo port
#set udp port
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#get web port

Returns the current HTTP listening port.

Syntax

#get web port

Parameters

None

Example

#get web port
WEB_PORT 80

Related Commands

#get gateway
#get ip address
#get ip mode
#get ipconfig
#get netmask
#set gateway
#set ip address
#set ip mode
#set netmask
#set port mode
#set _web port
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Commands

#help

Returns the list of available commands. If a command is specified as param1, then the
description of the command is displayed.

Syntax

#help [comm]

Parameters

com

Type: STRING

This parameter is optional. To request help for a command, type the command
name after the #help command. See the example below.

Examples

#help
AVAILABLE TCP/UDP COMMANDS:

#HELP

#GET_ IPCONFIG
#SET PORT_MODE
#GET_IP_MODE
#SET_IP_ADDRESS

#GET FIRMWARE VERSION
#FACTORY RESET
#REBOOT

#help #get ip mode

GET THE CURRENT IP MODE FOR EITHER NETWORK PORT (0 = STATIC, 1 =
DHCP)

#GET_IP_MODE PARAMI

PARAMI = 1-2 (1 = PORT 1 - CONTROL PORT; 2 = PORT 2 - VIDEO PORT)
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#reboot

Reboots the Matrix Controller.

Syntax

#reboot

Parameters

None

Example

#reboot
UNIT WILL REBOOT SHORTLY
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#set block

Blocks or unblocks the channel number of the specified input. Blocked inputs will not sent
A/V signals to the outputs to which they are routed.

Operation

Syntax

#set block ch state

Parameters

ch
Type: INTEGER

The channel number of the input to block or unblock.

state
Type: INTEGER
Accepts a number from the table below, specifying whether or not to block
the input.
0 Unblock
1 Block |
Example

#set block 1
BLOCK ENABLED

Related Commands
#get block

#get mask
#set mask
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Commands

#set discovery

Enables or disables the Discovery Service. This service is used by the Gefen Syner-G
Discovery Tool. The default value is Enabled.
Syntax

#set discovery state

Parameters

state
Type: INTEGER

Accepts a number from the table below, specifying whether or not to enable
the Discovery Service.

0 Disabled

1 Enabled |

Example

#set discovery 1
DISCOVERY 1

Related Commands
#get discovery

#get discovery mode
#set discovery mode
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Commands

#set discovery mode

Sets the Discovery Service mode. The default value is Read / Write.
» Read/ Write
This mode will permit the discovery of the Matrix Controller on the network.
In addition, the IP settings, description, and other settings for the Matrix
Controller can be changed using the Syner-G Software Suite.

» Read Only
This mode only permits the discovery of the Matrix Controller on the network.

Syntax

#set discovery mode mode

Parameters

mode
Type: INTEGER

Accepts a number from the table below, specifying the desired mode.

0 Read only

‘ 1 Read / Write ‘

Examples

#set_discovery mode 0
DISCOVERY MODE 0

Related Commands
#get discovery

#get discovery mode
#set discovery
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Commands

#set gateway

Sets the gateway address for the desired port on the Matrix Controller. The gateway
address must be typed using dot-decimal notation. The Matrix Controller must be rebooted
after executing this command. The default gateway is 192.168.1.254.

Syntax

#set gateway port addr

Parameters

port
Type: INTEGER

Accepts a number from the table below, specifying the desired port.

1 Control Port (LAN 1)

2 Video Port (LAN 2) |
addr
Type: ADDRESS
The gateway address of the Matrix Controller. This address must be specified
in dot-decimal notation.
Example

#set gateway 2 192.168.1.1
GATEWAY 2 192.168.1.1

Related Commands

#get gateway #set ip address
#get_ip_ address #set_ip mode
#get_ip mode #set_netmask
#get ipconfig #set port mode
#get_netmask #set_web_port

#get web port
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Commands

#set ip address

Sets the IP address for the desired port on the Matrix Controller. The IP address must be
entered using dot-decimal notation. The Matrix Controller must be rebooted after executing
this command. The default IP address for the control port (LAN 1) is 192.168.1.74.

The default IP address for the video port (LAN 2)is 192.168.1.75.

Syntax

#set ip address port addr

Parameters

port
Type: INTEGER

Accepts a number from the table below, specifying the desired port.

1 Control Port (LAN 1)

2 Video Port (LAN 2) |
addr

Type: ADDRESS

The IP address of the Matrix Controller. This address must be specified

in dot-decimal notation.
Example

#set ip address 2 192.168.1.75
IP ADDRESS 192.168.1.75

Related Commands

#get gateway #set gateway
#get_ip_ address #set_ip mode
#get ip mode #set netmask
#get ipconfig #set port mode
#get netmask #set web port

#get web port
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Commands

#set ip mode

Sets the IP mode fro the Control Network to either DHCP or Static. The Video Network IP
mode is set to Static and cannot be changed.

Syntax

#set ip mode port mode

Parameters

port
Type: INTEGER

Accepts a number from the table below, specifying the desired port.

1 Control Port (LAN 1)
2 Video Port (LAN 2)
mode
Type: INTEGER
Accepts a number from the table below, specifying the desired mode.
0 Static
1 DHCP
Example

#set_ip mode 1 1
IP_MODE 1 1

Related Commands

#get gateway #set gateway
#get ip address #set ip address
#get ip mode #set netmask
#get ipconfig #set port mode
#get netmask #set web port

#get web port
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#set mask

Masks the specified output.

Syntax

#set mask ch

Parameters

ch
Type: INTEGER

The channel number of the output to mask or unmask.

Example

#set mask 3
MASK ENABLED

Related Commands
#get block

#get mask
#set block
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Commands

#set netmask

Sets the subnet mask for the desired port on the Matrix Controller. The subnet mask
address must be entered using dot-decimal notation. The Matrix Controller must be
rebooted after executing this command. The default net mask is 255.255.255.0.

Syntax

#set netmask port addr

Parameters

port
Type: INTEGER

Accepts a number from the table below, specifying the desired port.

1 Control Port (LAN 1)

2 Video Port (LAN 2) |
addr

Type: ADDRESS

The subnet mask of the Matrix Controller. This address must be specified

in dot-decimal notation.
Example

#set netmask 2 255.255.0.0
NETMASK 2 255.255.255.0

Related Commands

#get gateway #set gateway
#get_ip_ address #set_ip_ address
#get_ip_mode #set_ip_mode
#get ipconfig #set port mode
#get_netmask #set_web_port

#get web port
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Commands

#set port mode

Sets the network port mode on the Matrix Controller.

Syntax

#set port mode mode

Parameters

mode
Type: INTEGER

Accepts a number from the table below, specifying the desired port mode.

0 Combined

1 Separate

Example

#set port mode
SET PORT MODE 1
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Operation

Commands

#set showme

Enables or disables the “Show Me” feature. When the “Show Me” feature is enabled
several of the button on the front panel will flash. This quickly identifies a unit and is useful
when multiple units are being used. The default setting is disabled.

Syntax

#set showme state

Parameters

state
Type: INTEGER

Accepts a number from the table below, specifying the desired state.

0 Disabled

1 Enabled |

Example

#set showme 1
SHOWME 1

Related Commands

#get discovery
#get discovery mode
#set discovery
#set discovery mode
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Commands

#set telnet access

Enables or disables Telnet access. The default setting is enabled.

d Operation

Syntax

#set_telnet access state

Parameters

state
Type: INTEGER

Accepts a number from the table below, specifying the desired state.

0 Disabled

1 Enabled

Example

#set telnet access 1
TELNET ACCESS 1

Related Commands

#get telnet access
#get telnet pass
#get_telnet port
#set_telnet port
#use_telnet login
#use_telnet welcome
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Commands

#set telnet port

Sets the Telnet listening port. The default port is 23.

Syntax

#set telnet port port

Parameters

port
Type: INTEGER

The Telnet listening port. The port number can be between 0 and 65535.

Example

#set telnet port 23
TELNET PORT 23

Related Commands

#get telnet access
#get telnet pass
#get telnet port
#set telnet access
#use_telnet login
#use telnet welcome
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Commands

#set udp access

Enables or disables UDP access. The default setting is enabled.

d Operation

Syntax

#set_udp_access state

Parameters

state
Type: INTEGER

Accepts a number from the table below, specifying the desired state.

0 Disabled

1 Enabled |

Example

#set udp access 1
UDP_ACCESS 1

Related Commands

#get_udp_access

#get udp echo access
#get_udp_echo_ip
#get udp echo port
#get _udp port

#set udp echo access
#set_udp_echo_ip
#set udp echo port
#set udp port
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#set udp echo access

Enables or disables UDP echo.

Syntax

#set udp echo access state

Parameters

state
Type: INTEGER

Commands

Accepts a number from the table below, specifying the desired state.

0 Disabled

1 Enabled

Example

#set _udp echo access 0
UDP_ECHO ACCESS 0

Related Commands

#get_udp_access

#get udp echo access
#get_udp_echo_ip
#get udp echo port
#get _udp port
#set_udp_access
#set_udp_echo_ip
#set udp echo port
#set udp port
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#set udp echo ip

Commands

Sets the UDP echo IP address. The IP address must be entered using dot-decimal

notation.

Syntax

#set udp echo ip addr

Parameters

addr
Type: ADDRESS

The UDP IP address which will receive the echo response.

Example

#set udp echo ip 10.5.64.158
UDP_ECHO_IP 10.5.64.158

Related Commands

#get_udp_access

#get udp echo access
#get_udp_echo_ip
#get udp echo port
#get udp port
#set_udp_access

#set udp echo access
#set udp echo port
#set udp port
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Commands

#set udp echo port

Sets the UDP echo communication port.

Syntax

#set udp echo port port

Parameters

port
Type: INTEGER

The UDP echo port. The port number can be between 0 and 65535.

Example

#set udp echo port
UDP_ECHO_PORT 50009

Related Commands

#get_udp_access

#get udp echo access
#get_udp_echo_ip
#get udp echo port
#get udp port
#set_udp_access

#set udp echo access
#set_udp_echo_ip
#set udp port
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Commands

#set udp port

Sets the UDP listening port. The default port is 50007.

Syntax

#set udp port port

Parameters

port
Type: INTEGER

The UDP port. The port number can be from 0 to 65535.

Example

#set udp port 50008
UDP_PORT 50008

Related Commands

#get_udp_access

#get udp echo access
#get_udp_echo_ip
#get udp echo port
#get udp port
#set_udp_access

#set udp echo access
#set_udp_echo_ip
#set udp port
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Commands

#set web port

Sets the HTTP listening port for the built-in web interface on the Matrix Controller.
The Matrix Controller must be rebooted after executing this command. The default port
setting is 80.

Syntax

#set web port port

Parameters

port
Type: INTEGER

The HTTP listening port. The port number can be from 0 to 65535.

Example

#set _web port 80
WEB_PORT 80

Related Commands

#get gateway
#get ip address
#get ip mode
#get ipconfig
#get netmask
#get web port
#set gateway
#set ip address
#set ip mode
#set netmask
#set port mode
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Commands

#use telnet login

Enables or disables the requirement of login credentials for a Telnet session.

d Operation

Syntax

#use telnet login state

Parameters

state
Type: INTEGER

Accepts a number from the table below, specifying the desired state.

0 Disabled

1 Enabled |

Example

#use_telnet login
TELNET LOGIN 1

Related Commands

#get telnet access
#get telnet pass
#get_telnet port
#set telnet access
#set_telnet port
#use_telnet welcome
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Commands

#use telnet welcome

Enables or disables the Telnet welcome message. When enabled, the following message
will be displayed at the beginning of each Telnet session: Welcome to EXT-CU-

LAN Telnet: This message is enabled, by default. The message may be disabled for
communications with some control systems.

Syntax

#use telnet welcome state

Parameters

state
Type: INTEGER

Accepts a number from the table below, specifying the desired state.

0 Disabled

1 Enabled |

Example

#use telnet welcome 1
TELNET WELCOME 1

Related Commands

#get telnet access
#get telnet pass
#get_telnet port
#set telnet access
#set_telnet port
#use_telnet login
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Commands

p

Recalls the specified preset number. Do not precede this command with the “# symbol.

Syntax

p preset

Parameters

preset
Type: INTEGER

The desired preset. This number can be from 1 to 9999.

Example

T T
NN
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Commands

r
Routes an input to the specified output(s). Do not precede this command with the “#
symbol.

Syntax

r inch outid

Parameters

inch

Type: INTEGER

The desired input channel. This number can be from 1 to 255.

outid
Type: INTEGER
The desired output ID. This number can be from 1 to 65535.
Example
rl 4
rl 4
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Firmware Update Procedure

Updating the Matrix Controller

Information

1. Download the latest version of firmware from the Gefen Web site.
2.  Extract the .bin file from the .ZIP file.
3. Access the built-in Web interface and click the System tab.

4. Click the Browse... button and select the firmware file.

EXT-CU-LAN
lllllll Logou.

Warning: All current settings will be lost

Firmwar&date (version: 2.1.19)

Browse...

5.  Click the Update button.

date (version: 2.1.19)

T-CU-LAN_2.1.19.bin

(continued on next page)

page | 218



rmware Update Procedure

6. The following message box will be displayed:

A WARNING: Firmware update will take about 15 minutes.

Are you sure you want to proceed with Firmware update?

OK Cancel

Click the OK button to continue. Click the Cancel button to cancel the operation.

7. Another message box will be displayed, indicating that the upgrade process can
take up to 15 minutes to complete.

£ Please wait while unit is rebooting and upgrade process
begins (est ~15 mins). When upgrade is completed a
message will appear on front panel display.

8.  Click the OK button to acknowledge and dismiss the message box.

9. The display on the front panel will display the following set of similar messages
during the upgrade process:

REEOOTIMG. . . FIEMWARE UPGRATE
AFFLIED. REBOOTIMG.
FIRMWARE UPGRADE FIRMWARE LUPGRATE
BUILDING Fll FILE RESTORIMG SETTIMGS
FIRMWARE UPGRADE FIRMWUARE UPGRATE
AFFPLY IMG FIRMWARE FIMISHED. EEEROOTIMG.
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10. After the firmware upgrade process has completed, the passcode screen
will be displayed:
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Updating Sender and Receiver Units
Up to 10 Sender and Receiver units can be updated, simultaneously, using the Matrix
Controller. This process can be performed automatically or manually. We will cover the
automatic method, first.

» Automatic Method

1. Login to the web interface as Admin.

2. Click the I/0 tab.

" GEFEN Multi-Purpose Matrix Contre EXT-CU-LAN

Main © Groups | Users | U0 | Network | System Legous

Inputs | Search [

Ch IP MAC Description Mode FW 1D
1 192.168.1.137 00:1C:91:03:C1:28 Jason Presentation Auto V1.70h 1
2 192.163.1.120 00:1C:91:04:30:78 Windows

3. Click the desired Sender and/or Receiver units, to be updated, under the Inputs
and/or Outputs column. The selected units will be highlighted in red.

To select all Sender and Receiver units, click the Select All button.

EXT-CU-LAN

1921681120 To [192.168.0.150.

page | 221



irmware Update Procedure

Click the Update Firmware button.

ete Device Show Me Select All Deselect All Update Eirmware

The Update Firmware dialog will be displayed. Click the drop-down list next to
Devices to update simultaneously to optionally select the number of devices to
update at once: 2, 5, or 10. This step is optional.

GEFEN Multi-Purpose Matrix Controller EXT-CU-LAN
o R e harin | A a0,

:

Eéi

-

i

Automatically Download Latest Firmware

Type Filename

HDKWM-LAN Upload Download
DVIKVM-LAN Upload Download
DVIKVM-LAN-L Upload Download
VGAKVM-LAN Upload Download
HDZIRS-LAN Upload Download

Devices to update simultaneously: Install This Firmware
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irmware Update Procedure

6. Click the Automatically Download Latest Firmware button.

| ]
| A tically Download Latest Fir \‘n_r_ |
Type Filename _.
HDKVM-LAN Upload Download
DVIKVM-LAN Upload Download
DVIKVM-LAN-L Upload Download
WGAKVM-LAN Upload Download

7. The following message will appear as the firmware is downloaded from the Gefen
web site.

Ms .
'g- Processing

8.  After the required firmware is downloaded, the name of each firmware file will appear
under the Filename column of the Update Firmware dialog.

| A atically Download Latest Fir |

Type Filename

HDKVM-LAN HDKVM-LAN-SR_V1.62h.zip Upload Download
DVIKVM-LAN DVIKVM-LAM-SR_V1.63d.zip Upload Download
DVIKVM-LAN-L  DVIKVM-LAM-L-SR_V1.63dl.zip Upload Download
VGAKYM-LAN VGAKVM-LAN-SR_V1_63v.zip Upload Download
HDZIRS-LAN HDZIRS-LAN-5R_¥1.63hs.zip Upload Download
Devices to update simultaneously: | 10 j Install This Firmware

Cancel
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9.  Click the Install This Firmware button. If you wish to save the firmware file to your
computer, click the Download button.

| A atically Download Latest Fir

Type Filename

HDKVM-LAN HDKVM-LAN-SR_V1.62h.zip Upload Download
DVIKVM-LAN DVIKVM-LAM-SR_V1.63d.zip Upload Download
DVIKVM-LAN-L  DVIKVM-LAM-L-SR_V1.63dl.zip Upload Download
VGAKYM-LAN VGAKVM-LAN-SR_V1_63v.zip Upload Download
HDZIRS-LAN HDZIRS-LAN-5R_¥1.63hs.zip Upload Download
Devices to update simultaneously: | 10 j Install This Firmware

Cancel

10. The Firmware Update Status dialog will be displayed and will show the current
status of the update process.

L T68. 1. 134T & TOr EXT-HUZIRS-LAN-K.
About to update “B3" at 192.168.1.138:80 with firmware for EXT-DVIKVM-LAN-L-R.
About to update “D3" at 192.168.1.139:80 with firmware for EXT-DVIKVM-LAN-L-R.
Unit “Jason Presentation” has recieved an update file. Please wait for the process to complete.
Unit “DirecTV" has recieved an update file. Please wait for the process to complete.
Unit “Siggen” has recieved an update file. Please wait for the process to complete.
Unit “A1" has recieved an update file. Please wait for the process to complete.
Unit “D2" has recieved an update file. Please wait for the process to complete.
Unit “B3" has recieved an update file. Please wait for the process to complete.
Unit “D3" has recieved an update file. Please wait for the process to complete.
Update of unit "Jason Presentation” complete. It will now reboot.
Update of unit "Siggen” complete. It will now rebeot.
Update of unit "DirecTV" complete. It will now reboot.
Update of unit "A1" complete. It will now reboot.
Update of unit “D2" complete. It will now reboot.
Update of unit “B3" complete. It will now reboot.
Update of unit “D3" complete. It will now reboot.
The firmware update process is now complete. You may close this windaow.

Clos$

11.  Once the firmware update process has completed, noted by the message at the
bottom of the window, click the Close button on the Update Firmware dialog.
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» Custom Method
1. Download the latest firmware for the desired unit(s) connected to the Matrix Controller.
2. Login to the web interface as Admin.

3. Click the I/O tab.

EXT-CU-LAN

Legous

Inputs | Search |

Ch IP MAC Description Mode FW 1D
1 192.168.1.137 00:1C:91:03:C1:28 Jazon Presentation Auto ¥1.70h 1
2 192.168.1.120 00:1C-91:04:30:78 Windows

4. Click the desired Sender and/or Receiver units, to be updated, under the Inputs
and/or Outputs column. The selected units will be highlighted in red.

To select all Sender and Receiver units, click the Select All button.

T GgeFen Multi-Purpose Matrix Controller EXT-CU-LAN
Man © Groups | Users | U0 | Network | Systom NS or

Inputs

rom 192.168.1.120] 7o [192.168.1150] G
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irmware Update Procedure

Click the Install This Firmware button.

ete Device Show Me Select All Deselect All UpdateEirmware

The Update Firmware dialog will be displayed. Click the drop-down list next to
Devices to update simultaneously to optionally select the number of devices to
update at once: 2, 5, or 10. This step is optional and depends upon the number
of units that you are manually updating, simultaneously.

GEFEN Multi-Purpose Matrix Controller EXT-CU-LAN

w0 2

3
|

-

fE

i

Automatically Download Latest Firmware

Type Filename

HDKWM-LAN Upload Download
DVIKVM-LAN Upload Download
DVIKVM-LAN-L Upload Download
VGAKVM-LAN Upload Download
HDZIRS-LAN Upload Download

Devices to update simultaneously: Install This Firmware
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Firmware Update Procedure

7. Locate the unit that is being updated, under the Type column of the Update Firmware
dialog, and click the Upload button.

| x]
| A tically Download Latest Fir |
Type Filename
HDKVM-LAN Uploa: Download
DVIKVM-LAN Uplaa Download
DVIKVM-LAN-L Upload Download
VGAKVM-LAN Upload Download
HDZIRS-LAM Upload Download
Devices to update simultaneously: | 10 j Install This Firmware

Cancel

8.  On the File Upload dialog that is displayed, select the firmware file on the computer
and select the Open button.

9. The selected file will appear under the Filename column of the Update Firmware

dialog.
x
A tically Download Latest Fir

Type Filename

HDKVM-LAN HODKVM-LAM-5R_V1.63h.zip Upload Download
DVIKVM-LAN Upload Download
DVIKVM-LAN-L Upload Download
VGAKVM-LAN Upload Download
HDZIRS-LAM Upload Download
Devices to update simultaneously: | 10 j Install This Firmware

Cancel

page | 227



irmware Update Procedure

9.  Click the Install This Firmware button.

*®
A tically Download Latest Fir

Type Filename

HDKVM-LAN HDKVM-LAN-SR_V1.62h.zip Upload Downleoad
DVIKVM-LAN Upload Download
DVIKVM-LAN-L Upload Download
WGAKVM-LAN Upload Download
HDZIRS-LAN Upload Download
Devices to update simultaneously: | 10 j Install This Firmware

Cancel

10. The Firmware Update Status dialog will be displayed and will show the current
status of the update process.

11.  Once the firmware update process has completed, noted by the message at the
bottom of the window, click the Close button on the Update Firmware dialog.

Update of unit “DirecTV" complete. It will now reboot.

Update of unit “A1” complete. It will now reboot.

Update of unit “D2" complete. It will now reboot.

Update of unit “B3" complete. It will now reboot.

Update of unit “D3" complete. It will now reboot.

The firmware update process is now complete. You may close this window.

Clos.

If you wish to save the firmware file to your computer, click the Download button.
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Menu System Summary.

Separate

==

IP Mode

IP Address

Subnet Mask

Gateway

— HTTP Port

\

A\
I
IP Address
I
Subnet Mask
I
— Gateway

y Boxes in green indicate the default setting.



U System Summary

TCP Access

TCP Port

Welcome M e

)

A\
\4

\4

\4

—| Require Password

Boxes in green indicate the default setting.
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U System Summary

Boxes in green indicate the default setting.
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Specifications

LAN 1
LAN 2

Power Connector
Front-panel buttons
IR Sensor

Display

Power Indicator

1 x RJ-45, POE-enabled

. 1 x RJ-45

. 1 x locking

. 28 x push button, tact-type
. 1 x sensor, front panel

. 1 x LCM display
2 lines, 20 characters per line

. 1 x LED, blue

Power Input

Power Consumption
Operating Temperature
Operating Humidity
Storage Temperature
Storage Humidity
MTBF

+ 5VDC

. 4.3W (max.)

*  +32to +122 °F (0 to +50 °C)

. 5% to 90% RH, non-condensing
«  -4to +185 °F (-20 to +85 °C)

° 0% to 95% RH, non-condensing
. 50000 Hours

Dimensions (W x H x D)

without rack ears

Dimensions (W x H x D)

with rack ears
Unit Weight

. 17" x 3.5" x 2.7” (432mm x 88mm x 68mm)

. 19” x 8.5” x 2.7” (482mm x 88mm x 68mm)

«  3.71bs (1.7 kg)
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A

Accessing
menu system 75
Access level 742
setting 31, 151
Adding
groups. See Creating: groups
inputs 42
outputs 42, 89
users 47

Administrator. See Users: creating

B

Blocking
inputs 54

C

Changing
passcode 34

Combined Mode 9

Commands
#factory_reset 172
#get block 173
#get discovery 174
#get_discovery_mode 175
#get_firmware_version 176
#get gateway 177
#get ip_address 178
#get_ipconfig 180
#get _ip_mode 179
#get_mask 181
#get_netmask 1382
#get telnet_access 1383
#get telnet_pass 184
#get telnet_port 185
#get_udp_access 1386
#get_udp_echo_access 1387
#get _udp_echo_ip 188
#get _udp_echo_port 189
#get_udp_port 190
#get_web_port 191
#help 192
p 214
r 215
#reboot 193
#set_block 194

Index

#set_discovery 195

#set _discovery_mode 196
#set _gateway 197

#set _ip_address 198
#set_ip_mode 799
#set_mask 200
#set_netmask 201

#set _port_mode 202
#set_showme 203

#set telnet_access 204
#set telnet_port 205
#set_udp_access 206
#set_udp_echo_access 207
#set_udp_echo_ip 208
#set_udp_echo_port 209
#set_udp_port 210
#set_web_port 211
#use_telnet_login 212
#use_telnet_welcome 213

Creating
groups 38
members. See Creating: users
users 30
D
Default Group 36
Deleting
groups 40

inputs and outputs. See Removing:
inputs and outputs
members. See Removing: members
users 33

Destination

UDP IP address. See UDP Settings:
remote UDP address

UDP port. See UDP Settings: remote
UDP port
Device Configuration 20
Discovery Service
enabling / disabling 161
find device 161
product description 162
read / write status 125
settings 124

page | 233



E
Editing
groups 41
users 34
F
Factory settings
setting. See Resetting the Matrix
Controller
Features viii

Firmware upgrade procedure 278
Front panel

layout 2

lockout 129

timeout 131, 164

G

Group Administrator. See Users: creating

Groups
adding inputs and outputs 42
adding users 47
creating 38
Default 36
deleting 40
editing 41
overview 28
presets
creating 66
removing inputs and outputs 45
removing members 49

H
HTTP Port 705, 157

Index 233
Inputs
adding 42
blocking 54
removing 45
Installation 9
Introduction 2
IP Settings

control
gateway 104
HTTP port 105
IP address 102
IP mode 101
setting 100
subnet mask 103
video
gateway 111
IP address 108
IP mode 108
setting 107
subnet mask 110
IR channel
setting
matrix controller 127
IR Remote Control
layout 5

L

Licensing vii
Lock

button. See Panel layout
Locking the Matrix Controller 740
Lockout

front panel 129
Logout 742

M

MAC Address 757, 158
masking 56
Matrix View 58
Members

overview 28
Menu

button. See Panel layout
system
accessing 75
summary 229
Mode
combined 9
separate 13
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Network Mode
combined 9
separate 9
setting 97, 157

[0)

Operating Notes v

Operator. See Users: creating
Qutputs
adding 89
masking 56, 91, 144
removing 45

P

Packing List viii
Panel layout 2
Passcode
changing 34
default 10, 14
Presets
creating
group 66
user 63
quick. See Quick presets
selecting 93

Q

Quick presets
creating 70
editing 72
using 74

R

Rebooting the Matrix Controller 737

Removing
inputs and outputs 45
members 49

Resetting the Matrix Controller 733

Routing
inputs to outputs 51, 78
outputs to inputs 53, 84

S

Separate Mode 73
Specifications 232
Subnet Mask 770

T

Table of Contents /x
Technical Support /v
Telnet / TCP Settings 773

require password 117

TCP access 114, 159

TCP port 114, 159
welcome message 116, 159

Timeout

(V)

front panel 131, 164

UDP Settings 778
Destination UDP IP Address. See UDP

Settings: remote UDP address

Destination UDP Port. See UDP

Settings: remote UDP port
remote UDP access 121
remote UDP address 122, 160
remote UDP port 122, 160
UDP access 119, 160

UDP echo 160

UDP port 120, 160

Unlocking the Matrix Controller 740
Updating Firmware

Matrix Controller 218

Sender and Receiver
Automatic Method 221
Custom Method 225

Users

w

creating 30
deleting 33
editing 34
overview 28
presets
creating 63

Web Interface
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inputs / outputs 147
members 148
I/Otab 152
main tab 147
network tab
discovery 161
P 157
TCP 159
UDP 160
systemtab 163, 165
userstab 152
Welcome Message 7716

page | 236

Index



This page left intentionally blank.



[ GeEFeEN




	Important Safety Instructions
	Warranty Information
	Contacting Gefen Technical Support
	Operating Notes
	Table of Contents
	1	Getting Started
	Introduction
	Panel Layout
	IR Remote Control
	Installing the Batteries
	Setting the IR Channel

	Installation
	Combined Mode
	Separate Mode
	Configuring Slave Units

	Device Configuration

	2	Basic Operation
	Groups, Users, and Members
	Users
	Creating Users
	User Access Level Summary
	Deleting Users
	Editing Users

	Groups
	The Default Group
	Creating Groups
	Deleting Groups
	Editing Groups
	Adding Inputs and Outputs
	Removing Inputs and Outputs
	Adding Members
	Removing Members

	Routing
	Inputs to Outputs
	Outputs to Inputs
	Blocking Inputs
	Masking Outputs
	Matrix View Mode

	Using Presets
	Creating User Presets
	Creating Group Presets
	Creating Quick Presets
	Editing Quick Presets
	Using Quick Presets

	Menu System
	Accessing the Menu System
	Routing Inputs to Outputs
	Routing Outputs to Inputs
	Adding Outputs
	Masking an Output
	Selecting Presets
	Setting the Network Mode
	Control IP Settings
	Video IP Settings
	Telnet / TCP Settings
	UDP Settings
	Discovery Settings
	Setting the IR Channel for the Matrix Controller
	Front Panel Lockout
	Front Panel Timeout
	Resetting the Matrix Controller
	Rebooting the Matrix Controller
	Locking / Unlocking the Matrix Controller

	Web Interface
	Login Screen
	Main
	Groups > Inputs / Outputs
	Groups > Members
	Users
	I/O
	Network > IP
	Network > TCP
	Network > UDP
	Network > Discovery
	System > Basic Settings
	System > Slave Config


	3	Advanced Operation
	Commands

	4	Appendix
	Firmware Update Procedure
	Updating the Matrix Controller
	Updating Sender and Receiver Units

	Menu System Summary
	Specifications
	Index


